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RESUMO

O presente Trabalho de Conclusdo de Curso analisa a importancia
dos controles internos na prevencdo de fraudes contabeis em pequenas
empresas, considerando suas limitagdes estruturais, tecnoldgicas e de gestao.
O estudo parte da constatagdo de que tais organizagbes, apesar de sua
relevancia econdmica, sdo mais vulneraveis a erros e praticas fraudulentas
devido a auséncia de processos formais de controle e a concentracdo de
fungdes. A pesquisa foi desenvolvida por meio de abordagem quali-quantitativa,
com aplicacdo de questionario a 31 empresas, visando identificar praticas de
controle, uso de tecnologia e percepgao sobre riscos contabeis. Os resultados
revelaram que a maioria das empresas utiliza controles manuais ou planilhas,
com baixo nivel de automacéao e segregacao de fungdes, fatores que aumentam
o risco de fraudes. Contudo, observou-se preocupagao crescente com a ética e
a transparéncia, bem como interesse gradual em adotar ferramentas
tecnoldgicas acessiveis. Conclui-se que a efetividade dos controles internos esta
diretamente relacionada ao comprometimento da gestdo, a capacitagcdo dos
colaboradores e ao uso de sistemas informatizados adequados a realidade das
pequenas empresas. Dessa forma, a implementacéo de praticas simples, porém

estruturadas, associadas a ética e a inovacdo, mostra-se essencial para a
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confiabilidade das informagdes contabeis, a sustentabilidade financeira e a

competitividade dos pequenos negdcios.

Palavras-chave: Controles internos. Fraudes contabeis. Pequenas

empresas. Governanga. Tecnologia.

ABSTRACT

This undergraduate thesis analyzes the importance of internal controls
in preventing accounting fraud in small businesses, considering their structural,
technological, and managerial limitations. The study recognizes that, despite their
economic relevance, such organizations are more vulnerable to errors and
fraudulent practices due to the lack of formal control processes and the
concentration of functions. The research adopted a qualitative and quantitative
approach, applying a questionnaire to 31 companies to identify control practices,
use of technology, and perception of accounting risks. The results revealed that
most companies rely on manual or spreadsheet-based controls, with low levels
of automation and segregation of duties, which increase the risk of fraud.
However, a growing concern with ethics and transparency was observed, as well
as a gradual interest in adopting affordable technological tools. It is concluded
that the effectiveness of internal controls is directly related to management
commitment, employee training, and the use of information systems suited to the
reality of small businesses. Therefore, the implementation of simple but
structured practices, combined with ethics and innovation, is essential to ensure
the reliability of accounting information, financial sustainability, and

competitiveness of small enterprises.

Keywords: Internal controls. Accounting fraud. Small businesses.

Governance. Technology.

INTRODUCAO

As fraudes contabeis consistem na manipulagdo intencional de
registros e informacgdes financeiras com o objetivo de iludir usuarios internos ou
externos da contabilidade, como investidores, fornecedores e 6érgaos

reguladores. Pequenas empresas, devido a simplicidade de sua estrutura e a



falta de controles internos formalizados, tornam-se mais vulneraveis a esse tipo
de pratica. De acordo com a Association of Certified Fraud Examiners (ACFE,
2022), empresas de menor porte apresentam maiores perdas proporcionais em
casos de fraude, sendo as fraudes contabeis uma das modalidades mais
prejudiciais, pois comprometem a tomada de decisdes e a credibilidade da

organizagao.

No campo da contabilidade e auditoria, com énfase em controle
interno e prevengao de fraudes contabeis. Conforme o desenvolvimento desta
pesquisa, sera apresentado que a auséncia ou fragilidade de controles internos
em pequenas empresas aumenta a probabilidade de ocorréncia dessas fraudes,
gerando prejuizos financeiros e danos a reputagao. Diante disso, questiona-se
quais controles internos podem ser implementados em pequenas empresas para

prevenir fraudes contabeis de forma eficaz e viavel?

A relevancia de estudar este tema se deve ao fato de que fraudes
contabeis comprometem a qualidade das informacdes financeiras e,
consequentemente, a tomada de decisdes, sendo que pequenas empresas
possuem menor capacidade de absorver perdas e se recuperar de impactos
negativos, o que reforga a necessidade de mecanismos preventivos. Parte-se da
hipotese de que a adogao de controles internos basicos reduz significativamente
a ocorréncia de fraudes contabeis, de que a auséncia de segregacao de fungdes
aumenta o risco de manipulagao de registros e de que sistemas informatizados
de gestdo e auditorias internas periédicas aumentam a confiabilidade das

informagdes financeiras.

A presente pesquisa tem por objetivo geral € analisar a importancia
dos controles internos na prevencdo de fraudes contabeis em pequenas
empresas, tendo como objetivos especificos conceituar fraudes contabeis e
identificar suas principais modalidades, relacionar os elementos essenciais de
um sistema de controle interno voltado a contabilidade, apresentar estratégias
preventivas adaptadas a realidade de pequenas empresas e avaliar o impacto
da tecnologia no fortalecimento do controle contabil.



Parte-se da hipotese de que a adogao de controles internos, mesmo
que simplificados como a segregacgao de fungdes, a reconciliagado de contas e o
uso de ferramentas informatizadas contribui de forma significativa para a
prevencdo de fraudes contabeis em pequenas empresas, fortalecendo a

confiabilidade das informacdes financeiras e a transparéncia organizacional.
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1 CONTROLES INTERNOS E PREVENGCAO DE FRAUDES CONTABEIS
1.1 Referencial Teérico

Este capitulo aborda a importancia dos controles internos na
prevencao de fraudes contabeis em pequenas empresas, com destaque para os

principais conceitos, vulnerabilidades e modalidades de fraude.
1.1.1 Contextualizagdao das Pequenas Empresas

As pequenas empresas desempenham papel estratégico na
economia brasileira, representando uma parcela significativa da geragao de
empregos e da producgao de riqueza no pais (SEBRAE, 2023). Frequentemente,
sao responsaveis por estimular a inovagao e a diversificagdo econdmica, muitas
vezes atendendo nichos de mercado que grandes empresas ndo alcangam
(DORNELAS, 2018).

Apesar de sua relevancia, enfrentam limitagdes estruturais,
financeiras e de pessoal, o que impacta diretamente a gestdo administrativa e
contabil. Em muitas delas, colaboradores e gestores acumulam fungdes,
aumentando a vulnerabilidade a erros, falhas de controle e praticas fraudulentas
(IUDICIBUS, 2018).

1.1.2 Vulnerabilidades das Pequenas Empresas



Devido a estrutura enxuta e a escassez de recursos, as pequenas
empresas tém dificuldades em implementar sistemas de controle interno
eficazes, o que as torna mais suscetiveis a desvios de recursos e manipulagao
de informagdes financeiras. Esse contexto evidencia a necessidade de adogéo
de controles internos sdlidos, que atuem como mecanismos preventivos,
detectivos e corretivos, garantindo a conformidade legal, ética e estratégica da
organizacgao (SCHMIDT; SANTOS, 2006; COSO, 2013).

Além disso, a consolidagdo de uma cultura organizacional baseada
na ética e na responsabilidade fortalece a governancga, protege o patriménio e
aumenta a confiabilidade das informacdes contabeis, mesmo em ambientes com
recursos limitados (MAGRO; CUNHA, 2017).

Portanto, o estudo sobre controles internos e prevencao de fraudes
contabeis em pequenas empresas € essencial para compreender como esses
mecanismos podem ser aplicados de forma eficiente para reduzir riscos,
aumentar a confiabilidade das informagdes e assegurar a sustentabilidade

financeira dessas organizagdes.

1.1.3 Introducao as Fraudes

No contexto contabil, a fraude representa um risco significativo para a
integridade financeira das empresas, especialmente das pequenas, que
frequentemente possuem controles internos mais frageis. A contabilidade,
enquanto ciéncia voltada ao registro e interpretacado dos fatos econémicos, é
essencial para a transparéncia das informacgdes financeiras. No entanto, quando
manipulada indevidamente, pode ser utilizada para fins ilicitos, comprometendo
a veracidade das demonstragbes contabeis e prejudicando os usuarios da

informacéo.

Sa (1997) define fraude como:

“Acao intencional e premeditada destinada a prejudicar alguém,
caracterizando-se pelo dolo, ou seja, atos planejados que visam a obtencao de
beneficio proprio em detrimento de terceiros.”



No ambito contabil, a fraude envolve a¢des que afetam diretamente o

patrimdnio da empresa. Attie (2018) conceitua a fraude contabil como:

“A adulteracdo proposital de informagdes com a finalidade de obter
vantagem ilicita ou mascarar a real situagdo patrimonial da organizagao,
incluindo praticas como a omissao de receitas, o registro de despesas ficticias e

a manipulacao de estoques.”

De forma complementar, a NBC T12 (CFC) define fraude contabil
como: “Atos voluntarios de manipulagao ou omissao de transacgdes, adulteracao
de documentos e registros contabeis, tanto em termos fisicos quanto financeiros,
resultando em demonstragdes financeiras distorcidas, lucros liquidos alterados
e classificacdes incorretas de receitas e despesas’” (MEDEIROS; SERGIO;
BOTELHO, 2004).

As fraudes podem ocorrer em qualquer elemento contabil — ativos
circulantes e permanentes, passivos, patriménio liquido, custos, despesas e
receitas — sempre que esses elementos forem utilizados para representar fatos
inexistentes ou falsos, com o objetivo de beneficiar alguém em detrimento da
empresa ou de terceiros (MEDEIROS; SERGIO; BOTELHO, 2004).

Sa (1997) ressalta:

“‘Na maioria dos casos, os atos fraudulentos sdo cometidos por
individuos em posicao de autoridade, que muitas vezes testam previamente os

controles internos antes de executarem os atos dolosos.”

Em empresas que carecem de controles eficientes ou auditoria
independente, a deteccdo da fraude torna-se mais complexa, podendo
prolongar-se por longos periodos. Esse cenario é particularmente critico em
pequenas empresas, em que os recursos destinados a implementacdo de
sistemas de controle sdo limitados e as fungdes contabeis frequentemente

acumulam multiplas responsabilidades.

Diversos fatores influenciam o processo de tomada de deciséo, e

quando o individuo se relaciona com pessoas que adotam condutas antiéticas,



ha maior probabilidade de que também venha a agir de forma semelhante
(ALMEIDA; ALVES, 2015).

Nesse sentido, um dos modelos mais aceitos para explicar a
motivagdo das praticas fraudulentas é o Tridngulo da Fraude, proposto por
Cressey (1953). Esse modelo identifica trés elementos fundamentais que,
quando presentes simultaneamente, aumentam significativamente a chance de
ocorréncia de fraude (BARROS, 2003):

Pressao: relacionada a necessidades financeiras pessoais ou
familiares, demandas externas ou exigéncias internas. Empresas em situagao
de instabilidade tendem a gerar maior pressdo sobre seus executivos,

aumentando a propensao a fraudar informacdes contabeis.

Oportunidade: refere-se as condigdes que possibilitam a execugao
da fraude com baixo risco de detecgado. A auséncia ou fragilidade dos controles
internos, especialmente em pequenas empresas, favorece a manipulagado de

registros e a ocultagao de praticas ilicitas.

Racionalizagao: ocorre quando o agente busca justificar sua
conduta, ainda que apenas para si mesmo, de modo a ndo se perceber como
fraudador. Esse processo € mais frequente em ambientes organizacionais em

que o lucro € priorizado em detrimento da ética.

OPORTUNIDADE

TRIANGULO
DA
FRAUDE

PRESSAQ RACIONALIZACAO

Figura 1 — Triangulo da Fraude
Fonte: ACFE, 2012, p. 4503



Diante desse contexto, torna-se evidente a importancia de sistemas
de controle interno bem estruturados como forma de preveng¢ao. Medidas como
segregacao de fungdes, auditorias periddicas, monitoramento continuo e
supervisdo adequada contribuem para reduzir oportunidades de fraude, além de
garantir maior confiabilidade das demonstra¢des contabeis. A consolidagédo de
uma cultura organizacional baseada na ética profissional e na responsabilizagéo
dos envolvidos fortalece a governanga corporativa, promovendo a

sustentabilidade financeira e a protegao do patriménio empresarial.

1.1.4 Principais Modalidades de Fraudes Contabeis

Conforme Daniel Angelo (2024): “Fraudes contabeis sdo praticas
ilegais que manipulam informagdes financeiras de uma empresa para enganar

as partes interessadas.”

Algumas das fraudes contabeis mais comuns incluem:

Caixa flutuante: uso indevido do caixa destinado a pequenas
despesas, podendo incluir desvios de recursos para beneficio pessoal. A
prevencao envolve conciliagdo bancaria constante e analise de comprovantes

de receitas e pagamentos.

Fundo fixo: valores destinados a setores ou filiais que podem ser alvo
de adulteragdo de notas fiscais ou cupons. Auditoria interna e verificagcdo

rigorosa dos comprovantes sdo essenciais.

Contas bancarias: fraudes podem ocorrer por meio de cartbes
corporativos, tarifas indevidas ou movimentacdes online ndo autorizadas.

Monitoramento das transacdes e controle de acesso sao fundamentais.

Compras: aquisigdes superfaturadas ou inflacionadas podem gerar
sobrepreco em ativos, afetando resultados futuros. Formalizagdo de cotacgoes,
conferéncia das compras e auditorias nos ativos ajudam a prevenir essas

fraudes.



Quadro 1 — Principais modalidades de fraudes contabeis, exemplos e

impactos financeiros

Modalidade de Fraude |Descrigao Exemplo Pratico |[Impacto Financeiro
L Alteragcdo ou criacdo Perdas financeiras,
Falsificagao de o
de documentos||Notas fiscais falsas ||multas e  processos
documentos o o
contabeis judiciais
Reconhecimento Registro de receitas||Venda registrada )
. ) Lucro inflado e
inadequado dellantes da efetivallsem entrega do| B ) ]
. L informagdes distorcidas
receitas realizagcéo produto
. . Omisséo oul| Lucro artificialmente
Manipulagao de ~ Adiar pagamento de
postergacao do elevado e problemas de
despesas . fornecedores
registro de despesas fluxo
Superavaliagao de ) Superestimar Pode levar a decisdes
. Inflar o valor de ativos L
ativos estoques ou iméveis|lerradas e perdas futuras
L Omissao ou redugéo|| _ . Oculta a real situacdo
Subavaliagao de . Nao registrar|| )
. de dividas e o financeira, aumentando
passivos L empréstimos ] o
obrigacoes risco de faléncia

Fonte: Ramos (2015)

Elaborado por Amanda, Guilherme e Thayna (2025).

1.1.5 Controles Internos

O controle interno pode ser compreendido como um conjunto de
procedimentos, politicas e praticas implementadas pelas organizagées com o
propdsito de proteger seus recursos, garantir a confiabilidade das informagdes
contabeis, prevenir fraudes e otimizar processos administrativos. Em empresas
de pequeno porte, cuja estrutura organizacional geralmente € mais enxuta, sua
aplicacao torna-se ainda mais relevante, pois contribui para a reducao de riscos
e assegura que as demonstragcdes contabeis expressem de forma fidedigna a

situacao patrimonial e financeira.

ludicibus (2018) define controle interno como: “Um conjunto de

politicas, procedimentos e praticas estabelecidas para proteger o patriménio da



empresa, prevenir fraudes, garantir a confiabilidade das informagdes contabeis

e aumentar a eficiéncia operacional.”

Schmidt e Santos (2006) afirmam que o controle representa uma
atividade de mensuracao e avaliacdo, permitindo indicar a necessidade de
ajustes nos rumos da organizagado, de modo a assegurar o alcance de seus

objetivos e planos de negdcios.

1.1.6 Componentes Essenciais do Sistema de Controle Interno segundo
o0 COSO (2013)

De acordo com Andrade (2020) e o COSO (2013), o sistema de
controle interno € estruturado em cinco componentes fundamentais,
interdependentes e complementares: ambiente de controle, avaliagao de riscos,
atividades de controle, informagcdo e comunicagdo e monitoramento. Esses
elementos fornecem uma base integrada para a implementagado de controles

internos eficazes, adaptaveis inclusive a realidade de pequenas empresas.

a) Ambiente de Controle — Corresponde a base ética e estrutural da
organizagéo, incluindo a cultura de integridade, o cédigo de conduta e a definigdo
clara de responsabilidades. A entidade deve demonstrar comprometimento com
valores éticos, possuir governanga independente da gestdo e estimular a
responsabilidade individual dos colaboradores, além de investir na atracéo e
retengao de profissionais competentes.

b) Avaliagdao de Riscos — Consiste no processo de identificagéo e
analise de riscos que possam comprometer os objetivos organizacionais,
considerando inclusive a possibilidade de ocorréncia de fraudes. A avaliagcéo
deve abranger mudangas internas e externas que possam impactar o

funcionamento do controle interno e a continuidade das operacgoes.

c) Atividades de Controle — Representam politicas e procedimentos
estabelecidos para mitigar riscos e garantir o cumprimento das diretrizes
organizacionais. Incluem autorizagbes, aprovagdes, conciliagbes, auditorias,
segregacao de fungdes e controles tecnoldgicos. A formalizagédo e padronizagéo
dessas atividades asseguram maior confiabilidade as operacgdes.
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d) Informagao e Comunicacao — Refere-se a obtencgéo, geracao e
disseminagao de informacdes relevantes, assegurando que colaboradores em
todos os niveis tenham acesso as responsabilidades atribuidas. Engloba, ainda,
0s canais de comunicagao externos, que ampliam a transparéncia e fortalecem

a confianga dos stakeholders nos processos organizacionais.

e) Monitoramento - Envolve avaliagdes continuas e/ou
independentes com o objetivo de verificar a eficacia dos controles internos. As
deficiéncias identificadas devem ser comunicadas tempestivamente a
administragcdo e a governanca, possibilitando a ado¢cdo de medidas corretivas
rapidas e eficazes. Esse processo continuo promove o aprimoramento dos

controles internos e consolida a cultura de integridade.
1.1.7 Tipos de Controles Internos
Os controles internos podem ser classificados em:

Preventivos: destinados a evitar erros ou irregularidades, por meio

de normas, treinamentos e segregacgao de fungdes;

Detectivos: aplicados para identificar falhas ja ocorridas, como

auditorias e conciliagoes;

Corretivos: voltados para corrigir problemas identificados, garantindo
a melhoria continua dos processos (AZEVEDO et al., 2017; SA, 2001).

Exemplos Praticos
a) Controles Preventivos

o Caixa e vendas: o proprietario define que somente o responsavel pelo
caixa pode manusear o dinheiro, enquanto outra pessoa faz o registro das
vendas.

« Treinamento basico: capacitacido simples para os funcionarios sobre
como registrar corretamente as vendas ou emitir notas fiscais.

« Politicas simples: exigéncia de que todas as compras de mercadorias

tenham nota fiscal, evitando entradas “informais” no estoque.
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b) Controles Detectivos

Conferéncia de caixa diario: ao final do dia, o dono ou gerente confere
se o valor em dinheiro e cartbes corresponde ao total de vendas
registradas.

Conciliagao bancaria mensal: comparar o extrato da conta da empresa
com o livro-caixa, verificando depositos e pagamentos.

Inventario periédico: contar o estoque a cada semana/més para

identificar perdas, desvios ou falhas de registro.

c) Controles Corretivos

Ajustes no estoque: quando o inventario revela divergéncias, corrigir o
registro e orientar os funcionarios sobre o procedimento correto.
Revisao de processos: se um pagamento foi feito em duplicidade, adotar
um controle simples como uma planilha de “contas pagas” para evitar
reincidéncia.

Troca ou melhoria do sistema de gestao: se a empresa usa apenas
caderno ou planilhas e percebe erros frequentes, adotar um sistema

online simples de controle financeiro.

1.1.8 Controle Interno e Auditoria

A auditoria interna reforga os controles, avaliando sua adequacgao e

eficiéncia e propondo melhorias. Magro e Cunha (2017) destacam que a

auditoria fortalece a gestdo de riscos e a governanga corporativa, enquanto

Sonza e Kloeckner (2014) afirmam que a governanga alinha interesses de

sécios, executivos, acionistas e 6rgaos reguladores, promovendo transparéncia

e confianga nos resultados.

1.1.9 Importéncia dos Controles Internos

Os principais beneficios da implementagao de controles internos bem

estruturados sao:

e Prevencéao e reducgao de fraudes e desvios de recursos;
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¢ Confiabilidade das informagdes contabeis;

¢ Melhoria da eficiéncia operacional,

e Suporte a tomada de decisao estratégica;

¢ Conformidade com legislagdes e normas regulatérias;

e Protecdo do patriménio e fortalecimento da governanga

corporativa.

2 ESTRATEGIAS PREVENTIVAS E TECNOLOGIA NO CONTROLE
CONTABIL

2.1 Referencial Teérico

Neste capitulo sdo abordadas as estratégias preventivas e a
tecnologia no controle contabil, enfatizando a importancia de medidas como
auditorias internas, segregacao de fungdes e politicas de compliance, bem como
a utilizacdo de ferramentas tecnoldgicas, como ERP, inteligéncia artificial e
blockchain, para o fortalecimento dos controles internos. Destaca-se, ainda, o
papel estratégico do contador e do auditor na superviséo, analise e interpretacéo
das informagdes contabeis, assegurando a confiabilidade e a integridade dos

dados financeiros.
2.1.1 Estratégias Preventivas

A prevencao de fraudes contabeis em pequenas empresas depende
da implementagao de medidas praticas, simples e eficazes, que atuem tanto na
reducdo de oportunidades quanto na detecgcdo precoce de irregularidades
(PADOVEZE, 2010; COSO, 2013). Conforme IUDICIBUS (2018), a aplicacéo
consistente de controles internos contribui para a protecdo do patriménio, a

confiabilidade das informagdes contabeis e a melhoria da eficiéncia operacional.
2.1.2 Segregacao de Fungodes

A divisado de responsabilidades entre diferentes colaboradores reduz
a possibilidade de manipulagao de registros. PADOVEZE (2010) destaca que a
segregacao de fungbes impede que uma unica pessoa concentre todas as

etapas de uma transagéao financeira, criando barreiras naturais contra fraudes.
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Na pratica, isso significa que quem realiza langamentos contabeis ndo deve ser

0 mesmo responsavel por autorizar pagamentos ou conciliar contas bancarias.
2.1.3 Reconciliagdes e Conferéncias Peridédicas

Conciliagbes bancarias regulares, conferéncia de notas fiscais e
acompanhamento de estoques permitem identificar inconsisténcias rapidamente
(IUDICIBUS, 2018; SA, 1997). Pequenas empresas podem adotar checklists
mensais para revisar entradas e saidas de recursos, garantindo maior

confiabilidade das informacgdes e facilitando a detecgao de irregularidades.
2.1.4 Auditorias Internas e Revisoes Peridédicas

Mesmo que simplificadas, auditorias internas monitoram processos
contabeis e detectam desvios. MAGRO e CUNHA (2017) afirmam que auditorias
periodicas fortalecem a governanga corporativa e proporcionam maior
seguranga aos gestores e investidores. Em pequenas empresas, a auditoria
pode ocorrer por meio de revisdes trimestrais das demonstracdes financeiras,

promovendo ajustes rapidos e prevengao de fraudes.
2.1.5 Politicas de Compliance e Cédigo de Conduta

Estabelecer normas claras de ética e responsabilidade financeira
consolida uma cultura organizacional de integridade (COSO, 2013; PADOVEZE,
2010). Politicas de compliance reduzem vulnerabilidades, definem padrdes de

conduta e orientam os colaboradores sobre como agir em situagdes de risco.
2.1.6 Treinamento e Capacitacao de Colaboradores

Capacitar a equipe sobre controles internos, riscos de fraude e boas
praticas contabeis aumenta a conscientizagao e reduz a probabilidade de erros
ou desvios intencionais (ALMEIDA; ALVES, 2015; IUDICIBUS, 2018). O
treinamento deve ser peridédico e adaptado a realidade da empresa, abordando

procedimentos praticos de prevengao.

2.1.7 Adocao de Sistemas Tecnolégicos Simplificados
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Softwares de ERP, plataformas de conciliagcdo automatica e alertas
de transagdes suspeitas auxiliam na identificacao de irregularidades, tornando
os controles mais confiaveis e eficientes (SILVA; COSTA; SEGABINAZZI, 2023;
CALDEIRA; MARQUEZ, 2010). Ferramentas digitais permitem automatizar
langamentos contabeis, integrar bancos de dados e gerar alertas para

transacgdes atipicas, facilitando a supervisao e reduzindo riscos.

E importante ressaltar que, em pequenas empresas, a adocdo dessas
ferramentas deve considerar solugdes de baixo custo e facil implementacgao,
como ContaAzul, Tiny ERP ou planilhas integradas com alertas automaticos,
uma vez que recursos limitados costumam restringir o acesso a sistemas mais

avancgados.
2.1.8 Integracao das Estratégias

A eficacia das estratégias preventivas depende de sua aplicagédo de
forma integrada. A combinagao de segregacao de fungdes, auditorias periddicas,
politicas de compliance e ferramentas tecnoldgicas cria multiplas barreiras
contra fraudes, fortalecendo a seguranga e a confiabilidade das informagdes
financeiras (PADOVEZE, 2010; COSO, 2013).

2.1.9 Exemplo Pratico

Em uma pequena empresa de comércio, um fluxo integrado de

prevencao poderia incluir:

1. Controle do caixa por um colaborador e conciliagdo bancaria por outro;

2. Revisdo mensal das movimentacgdes financeiras pelo contador;

3. Treinamento anual de todos os funcionarios sobre ética e procedimentos
contabeis;

4. Sistema de gestao financeira com alertas automaticos de valores atipicos.

Essa abordagem reduz significativamente os riscos de fraudes,
fortalecendo a governangca e a confiabilidade das informagées (MAGRO;
CUNHA, 2017; IUDICIBUS, 2018).
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2.2 Impacto da Tecnologia no Fortalecimento do Controle Contabil em

Pequenas Empresas

A contabilidade, historicamente considerada uma area conservadora,
vem passando por profundas transformagdes com o avango tecnoldgico,
especialmente no contexto da Quarta Revolugéo Industrial. A digitalizacéo e a
incorporagao de ferramentas digitais impactam diretamente a gestédo financeira
das pequenas empresas, exigindo habilidades analiticas, visdo estratégica e
dominio de tecnologias como ERP, Big Data, inteligéncia artificial (1A), RPA e
computacdo em nuvem (cloud computing) (SILVA; COSTA; SEGABINAZZI,
2023). Essas inovagdes permitem automatizar tarefas operacionais, fortalecer
controles internos e prevenir fraudes (CALDEIRA; MARQUEZ, 2010;
PADOVEZE, 2010).

2.2.1 Automacao e Eficiéncia Operacional

A automacao de processos contabeis reduz lancamentos manuais e
conciliagdes repetitivas, aumentando a confiabilidade das informagdes (SILVA,
2023; OLIVEIRA; PEREIRA, 2020). Big Data e |A possibilitam o processamento
de grandes volumes de dados em tempo real, identificando padrbes suspeitos,

prevendo tendéncias financeiras e sinalizando inconsisténcias.

Apesar disso, em pequenas empresas a utilizagdo de tecnologias
mais sofisticadas, como Big Data e |A, ainda é limitada devido a custos elevados
e necessidade de mao de obra especializada, sendo mais viavel o uso de

sistemas contabeis simplificados, ERPs de baixo custo e planilhas integradas.
Exemplos de automacao incluem:

¢ Langcamentos automaticos de contas a pagar e receber;
e Integragdo bancaria;

e Atualizagao de estoque em tempo real;

e Emissdo automatica de notas fiscais;

e Consolidacao de relatérios gerenciais.

2.2.2 Seguranga, Transparéncia e Controles Internos
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Tecnologias como blockchain e cloud computing aumentam a
seguranca e transparéncia dos registros. Blockchain garante registros imutaveis
e auditaveis, enquanto cloud computing oferece armazenamento seguro, backup
automatico, criptografia e acesso remoto (AMORIM; OLIVEIRA, 2023; SILVA,
2023).

No entanto, em micro e pequenas empresas, a adogao de blockchain
ainda é incipiente, justamente pela complexidade e custo. Ja a computagdo em
nuvem, por ser mais acessivel, tem ganhado espago como alternativa viavel para

fortalecer controles internos.

Sistemas de Informacdo Contabil (SICs) desempenham papel

essencial na prevencao de fraudes, por meio de:

e Sistema de Processamento de Transagodes (SPT);
e Sistema de Livro Razao Geral (SRF);

e Sistema de Relatérios Gerenciais (SRG).
2.2.3 Papel Estratégico do Contador e do Auditor

Mesmo com a automacgao e a inteligéncia artificial, o profissional
contabil continua sendo peca central no fortalecimento dos controles internos.
Ele interpreta dados digitais, identifica riscos e sinais de fraude, implementa
politicas contabeis, supervisiona conciliagdes periddicas e garante a
confiabilidade das informagdes (CUNHA; COLARES, 2023; CALDEIRA;
MARQUEZ, 2010).

O auditor, por sua vez, assume um papel mais analitico e estratégico,
utilizando ferramentas digitais para monitoramento em tempo real e auditoria

continua, complementando o papel do contador na prevencao de fraudes.
Exemplos praticos do papel do profissional contabil/auditor incluem:

e Interpretacao de alertas de softwares de IA;
e Supervisao de controles internos;

e Treinamento da equipe em boas praticas contabeis;
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e Participacao estratégica na tomada de decisao;

e Analise de padrdes suspeitos.

2.2.4 Impacto Organizacional da Adogao de Tecnologia

A incorporagdo de tecnologia em micro e pequenas empresas
proporciona reducao de custos operacionais, aumento de produtividade, maior
integracdo entre setores, melhoria na comunicagdo interna e decisdes
estratégicas mais rapidas e fundamentadas (PADOVEZE, 2010; GIL, 2008).

Entretanto, desafios como a falta de recursos financeiros, resisténcia
cultural a mudanga, escassez de conhecimento técnico e dificuldades de
capacitacdo podem limitar a implementagcdo plena dessas ferramentas
(OLIVEIRA; PEREIRA, 2020). Por isso, o sucesso da transformacao digital
depende de planejamento estratégico, mapeamento de processos e escolha

adequada de tecnologias proporcionais a realidade da empresa.

2.2.5 Tecnologias, Fungoes, Beneficios e Papel do Contador/Auditor

Diante das tecnologias aplicaveis ao controle contabil, o quadro a
seguir apresenta suas principais fungdes, os beneficios proporcionados e o
papel do contador ou auditor na utilizacdo e supervisao dessas ferramentas.
Essa visualizagcdo permite compreender de forma integrada como cada
tecnologia contribui para a prevengéo de fraudes e o fortalecimento dos controles

internos em pequenas empresas.

Quadro 2 — Tecnologias aplicadas ao controle contabil, fungoes, beneficios
e papel do contador/auditor

. . . Papel do
Tecnologia Funcgao Beneficio .
Contador/Auditor
Langamentos . o .
ERP / Softwares . Reduz erros manuais e||Supervisiona e integra
o automaticos e . ) .
Contabeis o aumenta confiabilidade (jinformacdes
conciliagdes
. Andlise de grandes||ldentificacdo de||Interpreta dados e gera
Big Data/ IA ~ ) )
volumes de dados padrdes suspeitos alertas de risco
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. . . Papel do
Tecnologia Fungao Beneficio
Contador/Auditor

RPA Automacdo de tarefas||Economia de tempo e||Define regras e monitora

repetitivas padronizagao processos

Registro de transacdes||Transparéncia e||Valida registros e garante
Blockchain

imutavel seguranga auditabilidade
Cloud Armazenamento Protecao de dados e|lSupervisiona acesso e
Computing seguro e backup acesso remoto integridade dos dados

Fonte: Elaborado por Amanda, Guilherme e Thayna (2025).
2.3 Aplicagao do Triangulo da Fraude nas Estratégias Preventivas

Conforme discutido no Capitulo 1, o Tridngulo da Fraude identifica os
fatores que favorecem a ocorréncia de fraudes: pressdo, oportunidade e
racionalizacdo (CRESSEY, 1953). As estratégias preventivas e tecnologias
analisadas neste capitulo atuam diretamente sobre esses fatores, conforme

detalhado abaixo:

Reducao de oportunidades: segregacéo de fungdes, reconciliagbes

periddicas e controles de acesso;

Reducgao da racionalizagao: politicas de compliance, cddigo de

conduta e treinamentos;

Reducao da pressao: auditorias periddicas, monitoramento continuo

e sistemas tecnoldgicos que garantem transparéncia.

Quadro 3 — Relagao entre o Tridngulo da Fraude e as Estratégias Preventivas

Elemento do
Triangulo da|Estratégias Preventivas |[Exemplo Pratico Efeitos Esperados
Fraude

Auditorias periodicas; Reduz a pressao

. Monitoramento  continuo;||Revis&o trimestral das|jindividual e permite
Presséo " o . B
Politicas de apoio a gestao||contas pelo contador |[correcdo antes que

financeira surjam fraudes
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Elemento do
Triangulo da||[Estratégias Preventivas |[Exemplo Pratico Efeitos Esperados

Fraude

Segregagdo de fungdes;||Caixa controlado por|Dificulta a pratica de

. Reconciliagbes periddicas;|jlum colaborador,|[fraudes e limita
Oportunidade L o . ~
Controles de acesso aj|lconciliagdo bancaria|manipulagéo sem
sistemas por outro deteccéo
Cddigo de conduta;||Treinamentos  anuais||Reduz justificativa
. L Politicas de compliance;||sobre ética e|linterna para atos ilicitos
Racionalizagao . ,
Treinamentos de||procedimentos e reforga a cultura de
conscientizacao ética contabeis integridade

Fonte: CRESSEY (1953). Elaborado por Amanda, Guilherme e Thayna (2025).

Como mostrado, a tecnologia potencializa o efeito das estratégias
preventivas, tornando os controles mais confiaveis e eficientes. O resultado final
€ a redugéo de riscos e o fortalecimento da governanga, conforme objetivos do

Capitulo 1.

3 METODOLOGIA
3.1 Tipo de Pesquisa

Este estudo caracteriza-se como uma pesquisa aplicada, voltada a
geracgao de conhecimento com aplicabilidade pratica na gestdo contabil de micro

e pequenas empresas.

3.1.1 Abordagem

Quanto a abordagem, adota-se o método quali-quantitativo,
também denominado misto, que combina técnicas estatisticas com
interpretacdes descritivas. A escolha metodoldgica é respaldada por Campa et
al. (2023), que afirmam que “a pesquisa sobre fraudes contabeis tem se
beneficiado do uso combinado de métodos qualitativos e quantitativos,

permitindo uma compreensao mais ampla e profunda do fendmeno”.

Essa abordagem permite explorar tanto os mecanismos objetivos dos

controles internos quanto as percepgdes subjetivas dos gestores sobre fraudes
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contabeis, conforme evidenciado por Navarrete e Gallego (2022), em estudo

qualitativo sobre ferramentas de contabilidade forense.

3.1.2 Dimensao Quantitativa e Qualitativa

A dimensao quantitativa sera evidenciada por meio da aplicagao de
um questionario estruturado, com itens fechados e escala de Likert,
possibilitando analise estatistica descritiva.

A dimensao qualitativa sera contemplada nas respostas abertas,
que permitirdo interpretar percepgdes, experiéncias e motivagdes dos
participantes, conforme recomendacgao de Hoseinaei et al. (2024), que defendem
0 uso de entrevistas e fundamentacao tedrica para validar modelos de auditoria

baseados em indicadores de fraude.

3.1.3 Objetivos da Pesquisa

Quanto aos objetivos, a pesquisa é classificada como exploratéria e
descritiva. Gil (2008) afirma que pesquisas exploratorias sdo adequadas para
investigar fendmenos pouco estudados, enquanto as descritivas permitem
caracterizar praticas e comportamentos observados. Essa classificacdo é
coerente com a proposta de mapear praticas de controle interno e estratégias de
prevencao de fraudes em pequenas empresas.

3.1.4 Etapas da Pesquisa

A pesquisa sera desenvolvida em duas etapas complementares:

Revisao bibliografica: Consistira na analise de livros, artigos
cientificos, normas técnicas e documentos institucionais, com destaque para
autores como ludicibus, Padoveze, Attie, Magro & Cunha, além das diretrizes do
COSO e da NBC T12. Essa etapa fornecera a base tedrica para consolidar
conceitos de fraudes contabeis, controle interno, governanga e uso da tecnologia

na mitigagéo de riscos.

Coleta de dados: Sera realizada por meio de um questionario

estruturado, elaborado na plataforma Google Forms e aplicado a
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microempreendedores individuais e microempresas com CNPJ ativo. O
instrumento contard com perguntas fechadas, abertas e itens avaliados por
escala de Likert de 5 pontos, permitindo posterior analise quali-quantitativa. Essa
estrutura metodologica segue exemplos de estudos aplicados como os de De
Oliveira Orth et al. (2023), que combinaram entrevistas e testes estatisticos para

investigar processos motivacionais em fraudes contabeis.
3.1.5 Estrutura do Questionario
O questionario sera dividido em cinco blocos tematicos:

1. Perfil da empresa: Porte, segmento de atuagéo, tempo de funcionamento
e numero de funcionarios.

2. Controles internos: Praticas adotadas, segregacao de fungdes e uso de
sistemas.

3. Tecnologia contabil: Ferramentas digitais utilizadas, nivel de
informatizacao e intencao de investimento.

4. Percepcao sobre fraudes: Grau de vulnerabilidade percebido,
frequéncia de situagdes de risco e impacto atribuido a auséncia de
controles internos.

5. Escala de Likert (5 pontos): Avaliagdo sobre praticas de controle, cultura

organizacional e uso de tecnologia.
3.1.6 Universo e Amostra

O universo da pesquisa sera composto por microempreendedores
individuais (MEls) e microempresas com CNPJ ativo. A amostra sera definida
por conveniéncia, considerando a acessibilidade e disponibilidade dos
respondentes, com objetivo de obter entre 30 a 50 respostas validas, sendo a

meta ideal até 100 participantes.
3.1.7 Tratamento e Anadlise dos Dados
Os dados serdo tabulados em planilhas eletronicas e submetidos a

analises que incluirdo:
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e Limpeza dos dados (eliminagdo de respostas incompletas ou
inconsistentes);

o Tabulacao e organizagdao em tabelas e graficos;

« Analise estatistica descritiva (frequéncias, médias e desvios-padréo);

e Agrupamento das respostas abertas em categorias tematicas, utilizando
analise de conteudo, conforme Bardin (2011);

o Avaliacdo da escala de Likert, para identificar padrbes de percepgao e

praticas relacionadas a prevencao de fraudes contabeis.
3.1.8 Etica na Pesquisa

Serao observados os principios éticos da pesquisa cientifica. Os
participantes serao informados sobre a voluntariedade da participacdo, a
possibilidade de desisténcia a qualquer momento e a utilizagcdo dos dados
exclusivamente para fins académicos. O anonimato sera garantido e os

resultados apresentados de forma agregada.
3.1.9 Limitagoes do Estudo

Reconhecem-se limitagbes como a amostragem por conveniéncia,
a dependéncia de dados autodeclarados e o recorte temporal. Além disso,
conforme apontado por Campa et al. (2023) e Airout et al. (2024), a fragmentacgao
conceitual e a heterogeneidade dos métodos dificultam comparagdes entre

estudos, sendo um desafio comum em pesquisas mistas.

Apesar disso, a abordagem quali-quantitativa adotada amplia a
compreensao do fenémeno e contribui para o avango das investigagdes sobre

fraudes contabeis em pequenas empresas.
4 RESULTADOS OBTIDOS

Este capitulo apresenta a analise dos dados coletados por meio da
pesquisa aplicada junto a 31 empresas, com foco na caracterizagdo dos
respondentes e na avaliagao das praticas de controle interno, uso de tecnologias,
percepcao de riscos e cultura organizacional. A seguir, os resultados sdo

organizados por categorias tematicas para facilitar a compreenséao..
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4.1 Caracterizagcao das Empresas Respondentes

4.1.1 Porte das Empresas

Figura 1 - Porte das empresas participantes

Qual o porte da empresa
31 respostas

@ MEI- Microempreendedor individual
@® ME- Microempresa

EPP- Empresa de Pequeno Porte
/ @ Média Empresa
c—— | @ Grande Empresa
@ Auténomo/ Informal
@ PREDIO DA PREFEITURA

Fonte: Dados da pesquisa (2025)

A Figura 1 apresenta o porte das empresas que participaram da
pesquisa, totalizando 31 respondentes. Observa-se que a maior parte pertence
a microempreendedores individuais (48,4%) e microempresas (35,5%),
enquanto as demais categorias empresas de pequeno porte, médias, grandes e
autdbnomos representam uma parcela significativamente menor. Esses dados
indicam que a amostra € composta, predominantemente, por organizagdes de
pequeno porte, com estruturas mais enxutas e recursos administrativos

limitados.
41.2 Segmento de Atuacao

Figura 2 — Segmento de atuagao das empresas
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Segmento de atuagao

31 respostas

@ COMERCIO

@ SERVICOS
INDUSTRIA

@ AGRONEGOCIO

@ TECNOLOGIA

@ Equipamentos audio

@ Alimenticio

@® PRONTO SOCORRO

Fonte: Dados da pesquisa (2025)

A Figura 2 apresenta os segmentos de atuagdo das empresas que
participaram da pesquisa, totalizando 31 respondentes. Observa-se que a
maioria significativa esta inserida no setor de servigos (51,6%), seguido pelo
setor de comércio (38,7%). Os demais segmentos como industria, agronegaocio,
tecnologia, equipamentos de audio, alimenticio e pronto socorro representam
uma parcela bem menor da amostra, indicando baixa participacdo desses ramos

especificos.

A predominancia dos setores de servigos e comércio esta alinhada
com a realidade econdmica brasileira, onde microempresas e MEls sdo, em
sua maioria, concentrados nessas areas, conforme dados do SEBRAE (2021).
Esses setores, por suas caracteristicas operacionais, frequentemente
apresentam uma  estrutura administrativa mais  simplificada e,

consequentemente, controles internos menos formalizados.

4.1.3 Tempo de funcionamento

Figura 3 — Tempo de funcionamento das empresas participantes
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Fonte: Dados da pesquisa (2025)

A figura 3 mostra a distribuicdo do tempo de funcionamento das
empresas participantes, totalizando 31 respondentes. Observa-se que a
maioria das empresas esta concentrada nos primeiros anos de operagéo, com
destaque para os periodos de 1 ano e 4 anos, que tém o maior numero de
respostas, com 5 respostas cada. As empresas com menos de 5 anos somam
a maior parte da amostra, enquanto as com mais de 10 anos tém uma
participacdo bem menor, com apenas 2 respostas para o intervalo de 15 anos

e 3 respostas para 10 anos.

A concentracao de empresas em intervalos de tempo menores reflete
a realidade das microempresas e MEls, que muitas vezes tém uma vida util
curta ou estdao em fases iniciais de crescimento, o que as torna mais vulneraveis
a problemas de gestao e controle interno. O maior numero de empresas no
periodo de 4 anos indica uma fase critica de consolidagao, onde os controles
internos precisam ser formalizados para garantir a continuidade dos negocios.
Ja as empresas com mais tempo de funcionamento podem ter uma estrutura
de controles mais estabelecida, mas também enfrentam desafios de adaptacao
a novas demandas do mercado, o que reforga a importancia da atualizagao dos

controles internos ao longo do tempo.

4.1.4 Numero de Funcionarios
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Figura 4 — Quantidade de funcionarios
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Fonte: Dados da pesquisa (2025)

A Figura 4 apresenta a distribuigdo do numero de funcionarios entre
os 31 respondentes. Observa-se que 12 respondentes (38,7%) possuem
apenas 1 funcionario, e 4 respondentes (12,9%) informaram ter 3
funcionarios. As demais 15 respostas (48,4%) estdo distribuidas entre
empresas com 2 a 13 funcionarios, sem concentragdo em faixas maiores.
Esses resultados indicam que quase metade da amostra corresponde a
organizagdes com quadro extremamente reduzido, reforgando o predominio de

microempreendedores individuais (MEIs) e microempresas na amostra.

Do ponto de vista da discussdo, esse cenario reflete uma
caracteristica tipica das pequenas empresas brasileiras, nas quais ha acumulo
de fungdes e baixa segregacgao de tarefas fatores que, segundo Padoveze (2012)
e Magro e Cunha (2018), aumentam significativamente o risco de falhas e
fraudes internas . Assim o numero reduzido de colaboradores evidencia a
importancia de estratégias de controle adaptadas a realidade dessas empresas,
priorizando praticas simples de acompanhamento financeiro e o uso de
ferramentas tecnoldgicas acessiveis para mitigar riscos operacionais e

contabeis.

4.2 Estrutura e Praticas de Controle Interno
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4.2.1 Existéncia de controles Contabeis e Financeiros

Figura 5 — Tipo de controle financeiro/contabil utilizado pelas empresas.

A empresa possui algum tipo de controle financeiro ou contabil ? Se sim, qual ?

NO

. L . Quantidade  na||Percentual
Resposta Original Descrigao Resumida
Categoria (%)
B N&o  possui  controle
Néo ] . 12,9%
financeiro
Afirmou ter controle, mas
Sim ~ ~ 7 22,6%
nao especificou
Sim, Sistema Dominio||Uso de software contabil ou 16.1%
Thomson Reuters ERP e
Sim, por meio de planilhas )
Controle por planilhas 6 19,4%
no Excel
Todo controle que temos||Controle feito por 5 16.1%
esta com o contador contabilidade externa e
Sim, controle de emissdo e||Registros  manuais ou
o . 4 12,9%
notas fiscais pontuais

Ignte: Dados da pesquisa (2025)

algum tipo de controle financeiro ou contabil e, em caso afirmativo, de que forma
esse controle é realizado. Das 31 respostas obtidas, verificou-se que a maioria
(71%) afirmou possuir algum tipo de controle, enquanto 13% relataram nao

possuir e (16%) desconhece controles internos na empresa.

A questao buscou identificar se as empresas participantes possuem

Entre as empresas que declararam possuir controle, 19% utilizam

planilhas eletronicas (como Excel) para gerenciar fluxo de caixa e despesas,

16% utilizam sistemas informatizados (como ERP, Dominio, Contimatic, Tiny

e Thomson Reuters), e 16% relataram depender do acompanhamento feito

pela contabilidade externa. Outras 13% afirmaram adotar controles simples,

como registros manuais de gastos, contas a pagar e emisséo de notas fiscais.
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Esses resultados indicam que, embora exista uma preocupagao com
o controle financeiro e contabil, a maior parte das empresas ainda utiliza métodos
informais e n&o integrados, o que pode comprometer a confiabilidade das
informagdes e a eficacia das rotinas de verificagcdo. Os resultados estdo
alinhados com o cenario descrito por Padoveze (2012) e Schmidt e Santos
(2006), segundo os quais micro e pequenas empresas tendem a adotar
controles simplificados devido a falta de estrutura administrativa e recursos
financeiros. Essa limitagdo favorece o uso de planilhas manuais e registros

parciais, que, embora funcionais, ndo asseguram um controle interno robusto.
4.2.2 Responsavel pelos Registros Contabeis

Figura 6 - Presenga de Responsavel exclusivo pelos registros contabeis

A empresa tem um responsavel somente para os registros contabeis?

31 respostas

- S
. Nio

Fonte: Dados da pesquisa (2025)

A Figura 6 apresenta a distribuicdo das empresas participantes
quanto a centralizagdo da responsabilidade pelos registros contabeis. Verifica-
se que 51,6% das empresas informaram ter apenas um responsavel pelos
langcamentos contabeis, enquanto 48,4% indicaram que essa fungao é
compartilhada entre diferentes colaboradores ou terceirizada. A
predominancia de um unico responsavel pode indicar uma fragilidade nos
controles internos, principalmente pela auséncia da segregacao de fungdes um
dos principios fundamentais na prevencado de erros e fraudes, conforme
preconizado pelo COSO. Essa pratica, comum em micro e pequenas empresas
com estruturas enxutas, aumenta a exposicao a riscos operacionais e contabeis,

além de comprometer a confiabilidade das informacgdes financeiras. Esse dado
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reforca a necessidade de adocdo de mecanismos de revisao e supervisao,

mesmo em ambientes com recursos limitados.

4.2.3 Segregacgao de Fungoes

Figura 7 — Separagao entre pagamento e registro de transagoes

Quanto as contas a pagar, ha a separagao entre quem paga e quem registra ?

31 respostas

® sim
® Nao
NAO TENHO CONHECIMENTO

Fonte: Dados da pesquisa (2025)

A Figura 7 apresenta a distribuicdo das respostas quanto a
segregacao das fungdes de pagamento e registro de contas a pagar. Observa-
se que apenas 29% das empresas afirmaram possuir separagao entre quem
realiza o pagamento e quem efetua o registro contabil, enquanto 67,7%
indicaram nao adotar essa pratica, e uma pequena parcela respondeu nao ter

conhecimento sobre o assunto.

Essa predominancia da auséncia de segregacao de fungdes
evidencia uma vulnerabilidade significativa nas pequenas empresas
participantes, pois a concentragao de responsabilidades aumenta a exposicao a
erros e fraudes contabeis (Padoveze, 2012; Magro e Cunha, 2018).

4.3 Tecnologia na Gestao Contabil

4.3.1 Ferramentas Digitais Utilizadas
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Figura 8 — Ferramentas digitais utilizadas na gestao contabil e financeira
Quais ferramentas digitais sdo utilizadas na gestéo financeira?
31 respostas

Planilhas eletronicas 20 (64,5%)

Softwares de gestao empresarial

2 (6,5%)

Aplicativos de controle financei...

7 (22,6%)

Plataformas de bancarias digitais
Softwares de contabilidade 10 (32,3%)

Ferramentas de Business Intell...

—0 (0%)

Automagcao financeira|—0 (0%)

Nao uso 7 (22,6%)

0 5 10 15 20

Fonte: Dados da pesquisa (2025)

A Figura 8 apresenta as ferramentas digitais utilizadas pelas
empresas na gestdo financeira. Verifica-se que 64,5% utilizam planilhas
eletrénicas como principal recurso, seguidas por softwares de contabilidade
(32,3%) e plataformas de bancos digitais (22,6%). Um total de 22,6%
declarou nao utilizar nenhuma ferramenta digital, enquanto softwares de
gestao empresarial (9,7%) e aplicativos de controle financeiro (6,5%) tiveram

baixa adesao.

Os dados evidenciam que a maioria das pequenas empresas ainda
depende de ferramentas manuais e de baixo custo, como planilhas, que embora
acessiveis, apresentam limitagdes quanto a segurancga e a confiabilidade das
informacgdes. A baixa utilizacdo de sistemas automatizados indica fragilidade nos
controles internos, dificultando a deteccdo de erros e fraudes contabeis
(Padoveze, 2012; COSO, 2013). Assim, reforca-se a importancia da adogéo
gradual de tecnologias de automacao e softwares integrados, que podem
fortalecer os controles internos e contribuir para uma gestdo financeira mais

eficiente e segura.
4.3.2 - Intencao de Investir em Novas Tecnologias

Figura 9 — Investimento em novas tecnologias

31



A empresa considera investir em novas tecnologias para controle contabil ? Se sim, qual
?

. . Descrigéo . Percentual
N°||Categoria / Resposta Original . Quantidade
Resumida (%)
Nao / No momento ndo / Ndo no momento||[Nao considera
1 B _ . ) 10 45,45%
/ Nao. / ndo / Nao investir no momento

Afirma que poderia
2 ||Sim investir, mas sem||2 9,09%

especificar

Sim, com ERP robusto / Estudando o
_ Interesse ou analise
proposta / Futuramente / Sistema atual i i
o ) . ||de investimento em
3 |latende / Em analise / Sistema Dominio / ) 10 45,46%
) ) ) . _ |tecnologias
Sistema Sieg / Acredita necessario / Nao N
) especificas
tenho conhecimento

Ignte: Dados da pesquisa (2025)

A questdo buscou identificar se as empresas participantes
consideram investir em novas tecnologias para controle contabil. Das 22
respostas, 45% afirmaram nao ter interesse no momento, 9% demonstraram
abertura, mas sem especificar a tecnologia, e 46% apresentaram respostas mais
detalhadas ou em analise, incluindo ERP, sistemas como Dominio e Sieg,

propostas em estudo ou planos para o futuro.

Os resultados indicam que a maioria das empresas ainda prefere
manter os sistemas atuais ou estd avaliando alternativas, refletindo um
comportamento conservador comum em micro € pequenas empresas,
possivelmente devido a limitagbes de orgamento, conhecimento ou
percepcao da necessidade de mudancga. Esse cenario evidencia a importancia
de educagao tecnolégica e demonstragées de beneficios, especialmente

diante do crescimento das operagdes e da complexidade contabil.

4.4 Analise da Percepcao dos Respondentes (Escala Likert)

Discordo Totalmente Neutro - Concordo totalmente
Discordo Parcialmente - Concordo Parcialmente
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4.41 Percepcao de Riscos Contabeis

Figura 10 — Vulnerabilidade a fraudes contabeis segundo os respondentes

Percepgao de riscos

15 Il Discordo totalmente [l Discordo parcialmente Neutro [l Concordo parcialmente 12 p

Acredito que minha empresa esta vulneravel a fraudes contabeis

Fonte: Dados da pesquisa (2025)

A Figura 10 apresenta a percepc¢ao dos respondentes quanto a
vulnerabilidade de suas empresas a fraudes contabeis. Dos 31 participantes, 15
(48,4%) optaram pela alternativa “Neutro”, demonstrando auséncia de
posicionamento claro em relagdo ao risco. Em seguida, 7 respondentes (22,6%)
“concordaram parcialmente” com a afirmagao, enquanto 4 (12,9%) “discordaram
totalmente” e outros 4 (12,9%) “discordaram parcialmente”. A opgéao “Concordo
totalmente” ndo foi visualmente representada no grafico, o que pode indicar

auséncia de respostas nessa categoria ou uma falha na legenda.

Essa distribuicdo revela uma tendéncia a indecisdao ou falta de
consciéncia sobre os riscos de fraudes contabeis, o que pode estar associado
a caréncia de conhecimento sobre controles internos ou a baixa estruturagao
administrativa das empresas participantes. Segundo Padoveze (2012), a
auséncia de percepgao de risco compromete a eficacia dos controles,
especialmente em pequenas empresas onde ha acumulo de fungcdes e menor
segregacao de tarefas. Nesse contexto, torna-se fundamental adotar praticas de
controle adaptadas a realidade desses negdcios, com foco em ferramentas
acessiveis de monitoramento financeiro e capacitagcdo dos gestores,

conforme apontam Magro e Cunha (2018).
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4.4.2 Praticas de controle

Figura 11 — Praticas de controle interno

Praticas de controle

[l Discordo totalmente [l Discordo parcialmente Neutro [l Concordo parcialmente 12 p

: ]

Minha empresa realiza conciliagdes bancarias regularmente Existe separagao clara entre quem autoriza pagamentos e
quem registra as transacdes

Fonte: Dados da pesquisa (2025)

A Figura 11 apresenta a percepg¢ao dos respondentes sobre duas
praticas de controle interno: a conciliagdo bancaria regular e a separagéao de
fungdes entre autorizagao e registro de pagamentos. Com relagéo a afirmacgao
“Minha empresa realiza conciliagcdes bancarias regularmente”, observa-se
uma predominancia de respostas positivas: 11 participantes (35,5%)
concordaram totalmente e 10 (32,3%) concordaram parcialmente,
totalizando 67,8% de concordancia. Outros 6 respondentes (19,3%) adotaram
uma postura neutra, enquanto 2 (6,5%) apresentaram algum grau de
discordancia. Esses dados indicam que a maioria das empresas realiza esse
controle financeiro basico, o que pode ser interpretado como um sinal positivo

de organizagao contabil, mesmo entre empresas de menor porte.

Em contrapartida, a segunda afirmagdo — “Existe separagao clara
entre quem autoriza pagamentos e quem registra as transagoes” —
apresenta um cenario mais desfavoravel. A maioria dos participantes (12, ou
38,7%) optou pela alternativa “Neutro”, indicando possivel desconhecimento ou
indefinicdo dessa pratica em suas rotinas. Apenas 5 respondentes (16,1%)
concordaram totalmente e 6 (19,3%) concordaram parcialmente, enquanto

8 (25,8%) discordaram em algum grau. Esse resultado evidencia fragilidades
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estruturais nos controles internos, especialmente em empresas com quadro
reduzido de pessoal, nas quais € comum o acumulo de funcbdes. Conforme
ressaltado por Padoveze (2012), a auséncia de segregacgao de fungdes € um
fator critico que amplia o risco de erros e fraudes, sendo necessario desenvolver
estratégias compativeis com a realidade das micro e pequenas empresas para

mitigar essas vulnerabilidades.
4.4.3 Controle organizacional

Figura 12 — Percepgoes sobre ética e transparéncia contabil

Cultura organizacional

15 I Discordo totalmente [l Discordo parcialmente Neutro [l Concordo parcialmente 12 p

Os colaboradores sao orientados sobre a ética e conduta A cultura da empresa valoriza a transparéncia contabil
financeira

Fonte: Dados da pesquisa (2025)

A Figura 12 demonstra a percep¢ao dos respondentes em relagao a
aspectos da cultura organizacional voltados a ética e a transparéncia contabil.
Para a afirmacéo “Os colaboradores sao orientados sobre a ética e conduta
financeira”, observa-se que 15 respondentes (48,4%) concordaram
totalmente, indicando um posicionamento claro quanto a existéncia de praticas
educativas nesse sentido. Outros 7 (22,6%) apresentaram alguma
concordancia parcial ou neutra, enquanto uma parcela menor manifestou
discordancia parcial ou total, embora em numero n&o especificado
visualmente. Essa distribuigdo aponta para uma cultura organizacional
relativamente comprometida com a integridade financeira, fator fundamental na

prevencao de fraudes e no fortalecimento dos controles internos.
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Com relacdo a afirmacao “A cultura da empresa valoriza a
transparéncia contabil”’, a tendéncia se repete: 15 respondentes (48,4%)
concordaram totalmente, enquanto os demais se dividiram entre posicdes
neutras e concordancia parcial, cada uma com aproximadamente 7
participantes (22,6%). A auséncia de respostas nas categorias de discordancia
reforca a percepgdo de um ambiente organizacional favoravel a clareza nas
informacdes contabeis. Esse tipo de cultura € apontado por autores como
Padoveze (2012) e Magro e Cunha (2018) como essencial para a efetividade dos
controles internos, uma vez que promove valores como responsabilidade,
prestacao de contas e ética corporativa. Dessa forma, os resultados indicam que,
embora ainda haja espago para aprimoramento, os principios de ética e
transparéncia parecem estar razoavelmente consolidados nas organizagdes da

amostra.

4.4.4 Uso da tecnologia

Figura 13 — Ferramentas Digitais

Uso de tecnologia

10,0
Il Discordo totalmente [l Discordo parcialmente Neutro [l Concordo parcialmente 12 p
75

5,0

2,5

0,0

Utilizamos ferramentas digitais para monitorar transagées A tecnologia adotada contribui para a prevengéo de fraudes
suspeitas contabeis

Fonte: Dados da pesquisa (2025)

O gréfico apresentado na Figura 13 aborda o uso da tecnologia no
contexto dos controles internos e da prevencao de fraudes. A primeira afirmacao
avaliada "Utilizamos ferramentas digitais para monitorar transagoes
suspeitas” revela uma diversidade nas percepcdes dos respondentes. A

maioria concorda parcialmente ou esta neutra quanto ao uso de tais
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ferramentas, enquanto uma parcela significativa discorda parcialmente. Isso
sugere que, embora as ferramentas digitais estejam presentes em algumas
organizagdes, ainda ha resisténcia ou limitagdes quanto a sua implementacéo
efetiva. A quantidade relativamente equilibrada de respostas entre concordancia
parcial, neutralidade e discordancia parcial indica que o uso dessas tecnologias
ainda ndo é uma pratica consolidada ou uniforme no ambiente corporativo

estudado.

Na segunda afirmacgao "A tecnologia adotada contribui para a
prevencao de fraudes contabeis" observa-se um cenario ligeiramente mais
positivo. As respostas indicam maior concordancia com a eficacia da tecnologia
na prevencao de fraudes, sendo que a maioria dos respondentes esta entre
a neutralidade e a concordéancia parcial. Isso reforca a percepcdo de que,
embora ainda ndo completamente implementada ou utilizada em seu potencial
maximo, a tecnologia ja demonstra ser uma aliada relevante no fortalecimento
dos controles internos. Assim, o grafico evidencia a importancia crescente das
ferramentas tecnoldgicas na detecgao e prevengao de irregularidades, ainda que
seja necessario maior investimento e capacitagdo para otimizar seu uso nas

organizacgoes.
5 CONCLUSAO

O Trabalho de Conclusao de Curso teve como objetivo compreender
a importancia dos controles internos na prevencao de fraudes contabeis em
pequenas empresas, levando em conta suas limitagdes de estrutura, tecnologia
e gestao. Ao longo da pesquisa, ficou evidente que, embora essas empresas
desempenhem um papel essencial na economia brasileira, muitas ainda
enfrentam grandes desafios quando o assunto é seguranga e confiabilidade das

informacdes contabeis.

Foi possivel perceber, com base no referencial tedrico, que controles
internos bem implementados ndo servem apenas para evitar erros ou fraudes,
mas também fortalecem a governancga, aumentam a confianga nos dados e

ajudam a criar um ambiente mais transparente. Praticas como a segregacao de

37



funcdes, a auditoria interna e a adocao de politicas de compliance mostraram-

se fundamentais nesse processo.

A pesquisa de campo, realizada com 31 micro e pequenas empresas,
confirmou parte dessas dificuldades: a maioria ainda utiliza controles manuais
ou planilhas, com baixo uso de automacéao nos processos contabeis. Além disso,
muitos negocios concentram as decisdes financeiras em poucas pessoas, 0 que
acaba aumentando os riscos. Por outro lado, foi positivo notar que boa parte dos
gestores demonstrou preocupagdo com a ética e valorizagédo da transparéncia,

0 que mostra uma abertura para mudancgas e melhorias.

Outro ponto que merece destaque € o uso crescente mesmo que
ainda pouco de ferramentas tecnolégicas na contabilidade. Sistemas de gestédo
e softwares financeiros tém se mostrado aliados importantes, mesmo para
empresas com recursos limitados, ajudando a melhorar a seguranga, a

organizagéao e o controle das operagdes.

Diante disso, conclui-se que a prevencao de fraudes contabeis nas
pequenas empresas passa pela construcao de controles internos mais alinhados
com a realidade de cada negdcio, pelo comprometimento ético de todos os
envolvidos e pela busca gradual por solugdes tecnoldgicas acessiveis. Essas
medidas, mais do que proteger as finangas, contribuem para a estabilidade e o

crescimento das empresas no mercado.

Por fim, reforgca-se que investir em controle, capacitacdo e inovacao
nao deve ser visto como um gasto, mas como um passo essencial para garantir
a continuidade, a competitividade e a responsabilidade na gestdo contabil e
financeira dos pequenos negdcios.
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