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"A tecnologia é apenas uma ferramenta. O que realmente importa é como a usamos para
tornar o mundo mais sequro.”
— Tim Cook



RESUMO

Palavras-chave: segurancga; residencial; automacao; sistemas eletronicos; monitoramento.

Este trabalho apresenta o desenvolvimento de um sistema integrado de segurancga
residencial composto por uma fechadura digital, uma camera de monitoramento e um
sistema de alarme. O estudo caracteriza-se como um trabalho experimental voltado a
aplicacao pratica de conceitos de eletrénica, programacao e organizacao de projetos.
A metodologia adotada envolveu a definicdo inicial das fungbdes do grupo,
levantamento de requisitos, aquisicdo dos componentes necessarios, montagem dos
circuitos e elaboracao do software responsavel pelo funcionamento dos dispositivos.

Durante o processo, foram realizadas etapas de testes, ajustes e registros
documentais que compdem a monografia. Os resultados alcangados demonstraram o
funcionamento satisfatério dos modulos desenvolvidos, bem como a integragéao
progressiva entre eles. Na fase final, foram efetuadas corregcbes estruturais, solugao
de imprevistos e preparacao do material para apresentacdo. Conclui-se que o
conjunto de dispositivos propostos atende aos objetivos definidos e contribui para a

criagdo de um sistema acessivel e funcional de seguranca residencial.



Abstract

This work presents the development of an integrated residential security system
composed of a digital lock, a monitoring camera, and an alarm system. The study is
classified as an experimental project focused on the practical application of electronics,
programming, and project organization principles. The methodology included the initial
definition of group responsibilities, requirement analysis, acquisition of essential
components, circuit assembly, and development of the software responsible for device
operation. Throughout the process, test procedures, adjustments, and documentation
records were carried out and incorporated into the monograph. The results
demonstrated satisfactory performance of the developed modules, as well as the
progressive integration among them. In the final stage, structural corrections,
emergency problem-solving, and preparation for the presentation were completed. It
is concluded that the proposed set of devices meets the established objectives and

contributes to the creation of an accessible and functional residential security system.

Keywords: home security; automation; electronic systems; monitoring.
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1 INTRODUGCAO

A seguranca eletronica é o uso de tecnologias como cameras, alarmes e sensores
para proteger residéncias, empresas e pessoas contra invasdes e outras ameacas.
Segundo o Férum Brasileiro de Segurancga Publica, em 2023 foram registrados mais
de 1,8 milhao de furtos e roubos a residéncias, evidenciando a necessidade urgente
de sistemas eficazes de protecéo.

O mercado brasileiro de seguranca eletrénica continua a demonstrar um crescimento
notavel, tendo registrado um faturamento de R$ 12 bilhées em 2023, com um aumento
de 13,7% em relacdo ao ano anterior. Para 2024, as proje¢cdes da Associagao
Brasileira das Empresas de Sistemas Eletrénicos de Segurang¢a (ABESE) indicavam
um crescimento de 18,5%, com uma expectativa de faturamento de R$ 14,2 bilhdes.
A alta expectativa se manteve impulsionada pela crescente adog¢ao de tecnologias
como inteligéncia artificial (1A), internet das coisas (loT) e automacao, proporcionando

novas oportunidades no mercado e na industria.

A seguranca eletrénica surgiu no inicio do século XX, nos Estados Unidos, com
alarmes conectados a linhas telefénicas. Na década de 1970, avangou com o
videomonitoramento (CFTV) e sensores de presenca. Mais recentemente, passou a
incorporar tecnologias como a IA, loT, automacao e controle biométrico. No Brasil,
ganhou forgca nos anos 1970 e 1980, impulsionada pela urbanizagao e pela crescente

demanda por protecao residencial nas grandes cidades.

Hoje, a seguranca eletrénica residencial &€ aplicada em casas, apartamentos,
condominios, sitios e regides isoladas, com dispositivos como cameras de vigilancia,
sensores de movimento, alarmes, fechaduras inteligentes, portarias remotas e
sistemas de automacao que permitem monitoramento remoto via smartphone ou

computador.

Este trabalho tem como objetivo apresentar o planejamento e a criagdo de uma
empresa especializada na montagem e comercializacdo de kits de seguranca

eletrénica residencial, compostos por uma fechadura digital, uma camera de visao



noturna e um sistema de alarme, com foco em solugbes acessiveis e de faclil

instalacéo para residéncias brasileiras.

1.10 PROBLEMA

A crescente preocupagao com a seguranga patrimonial e familiar, impulsionada pelo
aumento da criminalidade, tem elevado a busca por solugbes de protecao residencial
eficazes. A seguranca eletrbnica surge como um conjunto de tecnologias integradas
para mitigar riscos e trazer tranquilidade. Contudo, a rapida evolugao tecnolégica
exige atualizagédo constante, e a variedade de opgdes no mercado dificulta a escolha
ideal para cada residéncia.

Aspectos como usabilidade, confiabilidade, integracao, protecao cibernética e custo-
beneficio sao cruciais. A falta de conhecimento técnico, instalacdo inadequada e
auséncia de manutencao podem comprometer a eficacia desses sistemas, tornando
o investimento inutil.

Nesse contexto, investigar os desafios e oportunidades da seguranca eletrénica
residencial torna-se fundamental. Compreender as necessidades dos usuarios,
analisar tecnologias, avaliar a eficacia dos sistemas e identificar as melhores praticas
de implementacao e manutencédo sao passos essenciais para garantir a protecao
efetiva do lar.

Conforme apontam estudos recentes, a eficacia da seguranga eletrébnica esta
diretamente relacionada a correta aplicacao do sistema e ao conhecimento do usuario
(Oliveira; Sousa; Neves, 2024). Esta monografia busca explorar essas questdes,
oferecendo uma analise abrangente para aprimorar a segurancga eletrénica no ambito

residencial.

1.2 OBJETIVOS
Construir um kit de seguranca eletrénica com 3 projetos, sendo uma fechadura digital;
uma camera de visao noturna; uma camera com alarme, com o intuito de atender a

proposta do trabalho.



1.2.1 Objetivo Geral

Desenvolver e manufaturar um kit de segurancga eletrénica residencial compostos por
trés equipamentos principais: fechadura digital, cAmera de visao noturna e camera
com alarme integrado. O objetivo é oferecer solugdes acessiveis e eficientes,
estruturando processos de produc¢ao, montagem dos kits e suporte basico ao usuario.
A proposta busca entregar um sistema integrado, confiavel e de facil utilizacao para

ampliar a protecao das residéncias.

1.2.2 Objetivos Especificos

e Manufaturar produtos de seguranca eletrébnica semelhantes aos disponiveis

no mercado.

e Oferecer um kit funcional composto por dispositivos que aumentem a

protecao residencial.

e Reduzir os casos de invasao e roubos em residéncias por meio do uso

integrado dos equipamentos.

1.3 DELIMITAGAO DO ESTUDO

A seguranca eletronica residencial, analisada neste projeto apenas no contexto de um
kit composto por uma fechadura digital, uma camera de visao noturna e uma
camera com alarme, representa um avancgo significativo na protecao de lares. O
estudo se limita ao desenvolvimento, funcionalidade e aplicacdo desses trés

dispositivos, sem incluir outros sistemas ou tecnologias externas.



1.4 RELEVANCIA DO ESTUDO

A crescente preocupagao com a seguranca patrimonial e o bem-estar familiar torna o
estudo da eficacia e da aplicabilidade de sistemas de seguranca eletrénica residencial,
como o kit proposto, de suma relevancia para a sociedade. Essa analise dialoga
diretamente com os ODS 9 (Industria, Inovagao e Infraestrutura), ao incentivar
solugdes tecnoldgicas acessiveis; ODS 11 (Cidades e Comunidades Sustentaveis),
ao promover ambientes urbanos mais seguros; e ODS 16 (Paz, Justica e Instituigées
Eficazes), ao contribuir para a reduc¢ao da criminalidade e fortalecimento da sensacao

de seguranca.

Compreender o impacto desses dispositivos na prevencao de invasdes e na sensagao
de seguranca dos moradores pode fornecer insights valiosos para o desenvolvimento
de solugbes mais eficientes e acessiveis, além de orientar consumidores na escolha

das tecnologias mais adequadas as suas necessidades.

1.5 ORGANIZACAO DO TRABALHO

O presente trabalho esta estruturado em cinco capitulos distintos, visando apresentar
uma analise abrangente da tematica da seguranca eletronica residencial. Inicialmente,
o Capitulo 1 introduz o tema, contextualizando sua relevancia e apresentando os
objetivos da pesquisa. Em seguida, o Capitulo 2 realizou uma revisao da literatura
existente sobre seguranca eletrénica, abordando conceitos, tecnologias e estudos
relacionados. O Capitulo 3 detalha a proposicao deste estudo, especificando o
sistema de seguranca eletrénica residencial em foco e as questdes de pesquisa a
serem investigadas. O Capitulo 4 descreve a metodologia empregada na coleta e
analise de dados. Por fim, o Capitulo 5 apresentara e discutira os resultados obtidos,



concluindo com as consideragbes finais e possiveis direcionamentos para futuras

pesquisas.



2 REVISAO DA LITERATURA

A seguranca eletronica residencial tem se tornado um tema de crescente interesse
na literatura académica, especialmente diante do aumento das preocupagdes com a
criminalidade urbana e da popularizacdo de tecnologias acessiveis para
monitoramento e controle remoto. Diversos estudos tém abordado aspectos como os
tipos de dispositivos utilizados (cameras, sensores, alarmes inteligentes), os niveis de
eficacia desses sistemas na prevencgao de invasdes e a integragéo da seguranga com
sistemas de automacéao residencial, com o objetivo de compreender como essas
tecnologias contribuem para a protecao dos lares e para a sensacao de seguranga

dos moradores.

Esta revisdo de literatura busca mapear as principais contribuicbes tedricas e
empiricas sobre a seguranca eletrénica residencial, destacando as inovacdes

tecnolégicas, os desafios de implementacao e as tendéncias futuras nesse campo.

2.1 os conceitos fundamentais

2.1.1 O conceito

Seguranca eletrénica pode ser conceituada como o uso de equipamentos e sistemas
de segurancga para monitorar e proteger um local, bem ou pessoas. Pelo conceito, a
seguranca eletrénica serve para monitorar e vigiar por meio de equipamentos, como:
cameras, sensores de intrusdo, sistemas e softwares. Antigamente o sistema de
vigilancia eletrénica que se popularizou foi o CFTV (circuito fechado de tv), que
consiste na utilizacdo de cameras para captar e exibir as imagens de um circuito
interno em um monitor. Hoje os equipamentos e os sistemas se modernizaram, a
principal evolucao foi que o sistema se tornou digital e integrado, agora garante maior

seguranca e confiabilidade.



2.1.2 Quando surgiu a seguranca eletronica?

Estima-se que a utilizagcdo de cAmeras para monitoramento eletrénico foi utilizada pela
primeira vez em Nova York pela policia. Nessa época as imagens capturadas eram
de baixa qualidade, sem os recursos disponiveis hoje as imagens eram em preto e
branco, desprovidas da possibilidade de armazenamento ou de gravagado. Foi na
época um avancgo tecnoldgico, o recurso da seguranca eletrénica possibilitou que a

policia fizesse um monitoramento remoto o que otimizou a a¢ao policial.

2.1.3 Seguranca eletrénica hoje

Com o desenvolvimento em engenharia de softwares e a tecnologia empregada nos
equipamentos, toda a estrutura de segurancga eletrénica se modernizou. Entre os
principais equipamentos de seguranca, estdo as cameras e os alarmes. Hoje as
cameras possuem captacdo de imagens em alta resolugcado, captacdo com maior
alcance, por infravermelho (para ambientes de baixa iluminagéo), etc. Os alarmes se
tornaram integrados com cameras e sistemas, passaram a ser enderecados e
acompanhados por imagens monitoradas por uma central de seguranga em momento
de incidéncia de disparos. O monitoramento deixou de ser local para ser remoto, com
isso as centrais de monitoramento mais confiaveis e seguras passaram a ser
blindadas, possuir armazenagem de imagens na nuvem e no caso das portarias
eletrénicas, ndo necessitam mais saber de informacgdes pessoais e confidenciais de

usuarios para gerenciar acessos.

2.1.4 Seguranca fisica e seguranca eletrénica

A seguranca, em seus diferentes formatos, € um dos pilares para a protecdo de
pessoas, informacdes e patriménios. Nesse contexto, destacam-se duas vertentes
fundamentais: a seguranga fisica e a seguranga eletronica. Embora possuam
caracteristicas préprias, ambas nao sado excludentes, mas sim complementares,

especialmente diante da crescente sofisticacdo das ameacgas contemporaneas.



A seguranca fisica pode ser entendida como o conjunto de praticas, barreiras e
medidas que visam impedir o acesso nao autorizado a um espacgo ou ativo, garantindo
a integridade de pessoas e bens. De acordo com a H2IT (2025), sua importancia esta
no fato de que ela representa a primeira camada de defesa em qualquer ambiente,
abrangendo desde elementos estruturais, como muros, grades e catracas, até
recursos humanos, como vigilantes e recepcionistas treinados para identificar
comportamentos suspeitos. Nesse sentido, a presenga humana, mesmo com suas
limitagdes, possui um efeito preventivo e dissuasoério consideravel, uma vez que inibe
potenciais infratores pelo simples fato de haver vigilancia direta e imediata (Anjos da
Guarda, 2021).

Ja a seguranga eletrénica consiste no uso de tecnologias para monitorar, detectar e
responder a riscos, operando como uma camada de vigilancia continua e
automatizada. Segundo a Silseg Seguranca (2025), trata-se de um campo que inclui
cameras de circuito fechado de televisao (CFTV), alarmes, sensores de movimento,
biometria e sistemas de controle de acesso eletrénico. Sua principal vantagem esta
na capacidade de funcionar 24 horas por dia, sem interrupgbes, registrando
informacgdes que podem servir de prova em investigacdes posteriores. Além disso, sua
integracao com dispositivos méveis e centrais de monitoramento remoto amplia a

eficiéncia das respostas diante de emergéncias.

A diferenca essencial entre as duas modalidades reside, portanto, em sua natureza:
enquanto a seguranca fisica se apoia em recursos humanos e barreiras tangiveis, a
seguranca eletrbnica se fundamenta na automacdo tecnolégica. Contudo,
especialistas alertam que ambas possuem limitagdes se utilizadas isoladamente. A
seguranca fisica, por exemplo, é suscetivel a falhas humanas, como desateng¢édo ou
fadiga, enquanto a seguranca eletrénica pode ser vulneravel a ataques cibernéticos,
sabotagens ou falhas técnicas (OverBR, 2025). Assim, a eficacia da protecdo depende

da forma como esses dois sistemas sdo combinados.

Nesse ponto, surge a relevancia da integracao entre seguranca fisica e eletrénica.
O portal OverBR (2025) destaca que a unido dessas praticas permite a criacao de um

ecossistema de protecao mais robusto. Por exemplo, um sensor eletrénico pode



detectar uma tentativa de intrusdo e acionar automaticamente a equipe de vigilancia
fisica, que respondera presencialmente. Do mesmo modo, cAmeras de monitoramento
podem reduzir o numero de rondas necessarias, otimizando custos sem comprometer
a eficacia. Esse modelo integrado € cada vez mais utilizado em condominios,
empresas e instituicbes financeiras, pois oferece redundancia e agilidade nas
respostas. O blog Megavig (2025) acrescenta que a integracao fortalece nao apenas
a protecdo de ambientes fisicos, mas também a seguranca da informacao, ja que

muitos ataques tém inicio no acesso indevido a areas restritas.

Em termos de aplicabilidade, a seguranca fisica tende a ser mais relevante em
ambientes que exigem contato humano direto, como eventos, hospitais, centros
comerciais e instituicbes publicas. Ja a seguranca eletrénica ganha destaque em
locais que demandam vigilancia continua e registros confiaveis, como data centers,
residéncias inteligentes e instalagcbées de alto valor agregado. Contudo, a literatura
especializada enfatiza que, independentemente do ambiente, a coexisténcia entre

ambas as modalidades & o que garante a maxima protecao (Silseg, 2025; H2IT, 2025).

Dessa forma, conclui-se que a seguranca fisica e a eletrénica nao devem ser tratadas
como alternativas concorrentes, mas como camadas interdependentes de uma
mesma estratégia. A primeira oferece presenca e acao imediata, enquanto a segunda
garante monitoramento ininterrupto e precisdo tecnolédgica. Juntas, formam um
sistema de protecdo que atende as demandas atuais, cada vez mais complexas e

desafiadoras.
2.1.5 Normas técnicas e regulamentagées

A seguranga eletrnica residencial tem se tornado cada vez mais relevante em razéo
do crescimento das cidades, do aumento da criminalidade urbana e da integracao de
tecnologias digitais ao cotidiano. Contudo, para que os sistemas sejam eficientes e
seguros, € essencial que obedecam a normas técnicas e regulamentagdes

especificas, que garantem tanto a funcionalidade quanto a protegcéo dos usuarios.

No Brasil, uma das normas mais importantes € a NBR 5410, que regulamenta as

instalacdes elétricas de baixa tensao, aplicavel diretamente aos sistemas de



segurancga eletrénica, uma vez que trata das condigdes minimas de seguranca em
instalacdes elétricas residenciais (ABNT, 2004). Além disso, a NBR 14136, que
padroniza plugues e tomadas, também é fundamental, pois garante a compatibilidade

e seguranca elétrica dos equipamentos de seguranca (ABNT, 2002).

No campo especifico da automacao e da seguranca eletrénica, destacam-se as
normas da série ABNT NBR IEC 63044, que estabelecem requisitos gerais, de
seguranca elétrica e de compatibilidade eletromagnética para sistemas eletrénicos
residenciais e prediais (ABNT, 2020). Essas normas se aplicam a dispositivos como
fechaduras digitais, cameras de monitoramento integradas, sensores inteligentes e

sistemas de alarme.

Outro aspecto importante refere-se a regulamentagcdo do uso de equipamentos
especificos, como eletrificadores de cerca. A ABNT NBR IEC 60335-2-76 estabelece
0s requisitos de seguranca para esses dispositivos, garantindo que funcionem de

forma eficaz sem oferecer riscos excessivos aos moradores e vizinhos (ABNT, 2007).

Do ponto de vista legal, € fundamental observar a Norma Regulamentadora NR-10,
do Ministério do Trabalho e Emprego, que trata da seguranca em instalacbes e
servicos em eletricidade. Ela é aplicavel sempre que houver intervencao técnica em
sistemas de seguranca eletrbnica, especialmente na instalacdo e manutencao
(BRASIL, 2004). Além disso, com a crescente digitalizacao dos sistemas, a Lei Geral
de Protecao de Dados (LGPD) também deve ser considerada, visto que os
dispositivos de seguranca muitas vezes coletam e armazenam informacdes pessoais,

como imagens e audios (BRASIL, 2018).

Assim, percebe-se que a seguranca eletronica residencial néo se limita apenas a
instalacdo de equipamentos modernos. E indispensavel seguir normas técnicas
nacionais e internacionais, bem como legislacbes vigentes, assegurando a
confiabilidade dos sistemas, a protecao fisica dos usuarios e a privacidade dos dados

coletados.



2.2 PANORAMA HISTORICO E EVOLUGAO

2.2.1 Primeiros sistemas de alarme

A transicao da seguranca passiva para a ativa, impulsionada pela tecnologia, constitui
um dos capitulos mais relevantes da histéria da segurancga patrimonial. A invencao do
primeiro sistema eletromagnético de alarme marca o inicio da industria moderna, um feito

diretamente atribuido ao Reverendo Augustus Russell Pope (1819—-1858).

Pope, residente em Somerville, Massachusetts, obteve a Patente n.° 9.802 nos Estados
Unidos em 21 de junho de 1853 (KIRSCHENBAUM, 2020). O dispositivo operava com um
circuito elétrico simples, que era interrompido ao abrir-se uma porta ou janela protegida,
acionando um sino. Essa invencdo seminal representou um avanco significativo, pois, ao
contrario de mecanismos puramente mecanicos, utilizava a eletricidade para detectar e
sinalizar a intrusdo de forma mais eficaz (WAYNE ALARM SYSTEMS, [2019]).

Contudo, a popularizacdo e o sucesso comercial do invento se devem a Edwin T. Holmes
(1820-1901). Em 1857, Holmes adquiriu os direitos da patente de Pope e, diante do ceticismo
da época em relacao a eletricidade, mudou seu negécio para Nova York em 1859, uma cidade

com maior demanda por seguranca (ALARMTECH, 2017).

O verdadeiro salto evolutivo e empresarial ocorreu em 1877, quando Edwin T. Holmes
estabeleceu a primeira rede de alarmes monitorada por uma estagao central em Nova
York (ALARMTECH, 2017). Esse conceito inovador permitia que os sinais de alarme fossem
recebidos remotamente, viabilizando a resposta coordenada das autoridades. A relevancia da
sua empresa, a Holmes Electric Protective Company, consolidou-se a ponto de ser vendida
em 1905 para a American Telephone and Telegraph Company (AT&T), que integrou os
sistemas de alarme as redes de comunicagdo de emergéncia, ligando-os diretamente aos
centros de despacho policial e de combate a incéndios (WAYNE ALARM SYSTEMS, [2019]).
Assim, a visdo de Pope e a comercializacdo de Holmes estabeleceram o alicerce para todos

os sistemas de segurancga e monitoramento que conhecemos hoje.



3 PROPOSICAO

Este capitulo apresenta as atividades desenvolvidas no contexto do Trabalho de Conclusao
de Curso, detalhando os procedimentos técnicos, os conhecimentos adquiridos e as

contribuicdes aplicadas ao projeto da empresa de seguranca residencial eletronica.

3.1 DESENVOLVIMENTO CONCEITUAL DA EMPRESA

A concepcao da empresa ficticia foi estruturada com o objetivo de contextualizar o projeto.
Essa etapa contemplou:

e definicdo do nome;

e determinacao do segmento de atuagcao no setor de seguranca residencial

eletrénica;

e organizacao da linha de produtos composta por fechadura digital, cameras e

sensores.

Essa construgdo conceitual permitiu enquadrar o projeto dentro de um cenario

empresarial coerente
3.2 ATIVIDADES ADMINISTRATIVAS E ORGANIZACIONAIS

Durante o desenvolvimento do Trabalho de Conclusdo de Curso, foram
desempenhadas atividades voltadas a administracdo, organizagdo e
acompanhamento das etapas do projeto. Essas a¢des contribuiram diretamente para
o andamento eficiente das tarefas do grupo e para a execugcao adequada das fases

previstas.

As responsabilidades assumidas envolveram a coordenacédo das tarefas internas,
garantindo que cada integrante estivesse alinhado com os prazos e com o

planejamento definido. Foi realizado o0 acompanhamento continuo do progresso das



atividades, assegurando que todas fossem executadas conforme o cronograma

estabelecido.

Outra tarefa importante foi o gerenciamento dos componentes necessarios ao projeto,
incluindo o levantamento do material, o controle das arrecadacgdes realizadas pelo

grupo e a verificagdo da disponibilidade dos itens.

Além disso, foram realizadas a compra e o transporte dos componentes essenciais,
assegurando que os recursos fisicos estivessem acessiveis no momento adequado.

Também houve
3.3 FECHADURA DIGITAL
3.3.1 Componentes:

A seguir sdo apresentados os componentes utilizados no desenvolvimento do

sistema, acompanhados de suas respectivas funcodes.
3.3.2 Motor de passo

O uso deste driver com motor de passo em uma placa Arduino é bastante simples. O
motor possui um conector JST de 5 vias o qual se encaixa perfeitamente no driver (em
apenas uma posicao, para nao correr o risco de haver uma ligagao errada). O driver
possui 6 pinos, onde 2 deles devem ser ligados em 5V e GND. Os outros 4 pinos (IN1,
IN2, IN3 e IN4) devem ser ligados a 4 pinos digitais do Arduino, e juntamente com a
biblioteca Stepper.h presente na IDE do Arduino, é possivel fazer o controle de forma

muito simples.



3.3.3 Motor DC

Este motor € uma opcéo barata e facil de usar para adicionar movimento ao seu
projeto. O conjunto possui um eixo de saida de 9mm. tensdo de alimentacao
recomendada: 4,5V Corrente em aberto: 190 mA Corrente com maxima carga: 250mA
Corrente de Stall: 1.2A @ 6V (0.6A @ 3V) Relacao da caixa de reducao: 48:1
Velocidade: 140RPM @ 4,5V sem carga Torque: 800 gf.cm



3.3.4 Ponte H

Também conhecida como Mini L298, esta placa € uma solucao perfeita para quem
busca um driver para motores com um pouco mais de poténcia, sem abrir mao de
espaco em seus projetos. Ela permite o controle de até dois motores independentes
de forma simultdnea. Enquanto sua tensao de operagéo pode variar de 2 VDC a 8,6
VDC, é esperado um sinal l6gico em um intervalo de 1,8 VDC a 5 VDC, portanto &
compativel com Arduino, Raspberry Pi, ESP32 e ESP8266. A corrente continua por
canal é de até 1,6 A. Suas dimensdes sdo 21 x 25 x 7 mm.

3.3.5 Display LCD

Este € um display LCD de 16 caracteres por 2 linhas, que funciona com 5 V. O texto
aparece em branco sobre fundo azul, garantindo boa visibilidade. Ele utiliza o chipset
ST7066/HD44780 com interface paralela, e o codigo da interface esta disponivel
gratuitamente para facilitar sua utilizagdo. Para usar esse display, vocé precisara de
aproximadamente 11 pinos de entrada/saida (I/0O). O display também inclui LED

backlight, oferecendo melhor iluminacao para seus projetos.




3.3.6 Teclado Matricial de Membrana

com cabo flexivel e conector do tipo Modu. Perfeito para projetos compactos, onde a
eletrénica precisa ficar na parte traseira do teclado. Por possuir um cabo flat flexivel,

€ possivel utilizar o teclado em diversas posicdes de uma caixa protetora, por

exemplo.

3.3.7 Shield de Bateria suporte para duas baterias 18650

Entrada USB micro. Saida USB Tipo-A com controle de interruptor. Corrente de
carregamento de 0.5A. Tensao de operacao de 5V a 8V. Saidas de 3V: 3 portas.
Saidas de 5V: 3 portas. Indicador LED para status de carga. (Queimado tendo em
vista o uso por um longo periodo de tempo de aproximadamente 10h diretamente com

poucas pausas)

3.3.8 RFID MFRC522

Este kit acompanha um dos leitores RFID mais populares e mais usados no mundo.
O leitor possui o chip MF-RC522, um chip com uma tecnologia criada pela NXP
Semiconductors para cartdes inteligentes sem contato e cartées de proximidade. Esta
tecnologia recebe o nome de MIFARE, a qual segue o padrao ISO/IEC 14443 Tipo A
de 13,56 MHz. A principal diferenca entre o leitor e TAGs deste kit, comparado com o

leitor e TAGs de 125kHz que temos no site, € que os TAGs que trabalham em 125



kHz sdo apenas passivos, enquanto que os TAGs de 13,56MHz sao passivos e ativos,
portanto vocé podera, além de ler o ID do cartdo, armazenar dados no mesmo. O leitor
se comunica com a placa Arduino através do protocolo SPI. Ap6s baixar e instalar a
biblioteca que esta na documentacao do produto na IDE do Arduino, abra o exemplo
ReadAndWrite para testar (este exemplo testara a comunicacao, fazendo a leitura de
uma TAG e gravando em alguns setores de meméria da mesma, tome cuidado para
nao aproximar um TAG que nao deseja sobrescrever no leitor durante o teste). Ainda
no exemplo, no comecgo do mesmo existe toda a ligacao que deve ser feita em cada
modelo de placa Arduino. Siga o que esta descrito, alimente o pino de 3,3V com a

saida 3,3V do Arduino, e coloque um GND.
OBS: Abra o monitor serial com taxa de 9600 bps e veja o sistema funcionando
3.3.9 Médulo 12C

e Com ele, vocé controla displays com apenas 2 pinos digitais, além de usar mais
2 para alimentacao.

e Endereco Padrao 12C: 0x20 Compativel com: Display LCD 16x2 e LCD 20x4

e Tensao de Operacgdo: 5V Dimensdes: 55 x 23 x 14 mm

3.3.10 Fonte Colmeia

e Poténcia 30 W.
e Tensao de entrada de 100V a 240V AC, ideal para uso em diferentes regibes.
Amperagem de saida de 6A para aplicagbes variadas.

e Protecao contra curto-circuito, surto e temperatura para maior seguranca.

3.3.11 ESP 32 Microcontrolador

Tensao de operacao: 3,3V. Frequéncia do relégio: 240MHz. Capacidade de meméria
flash 4000 KB. Capacidade de SRAM: 520 KB. Capacidade de EEPROM: 1KB
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3.3.12 Ferramentas Utilizadas

e Ferrode solda

e Multimetro

e Computador para programacao

e Ambiente Arduino IDE * Chave Philips e ferramentas mecanicas
e Alicate de corte

e Impressora 3D (Carcaca do projeto)



3.3.13 Estudos da Camera de Seguranga

Além do desenvolvimento da fechadura digital, houve colaboragdo no processo de
pesquisa e estudo sobre a cédmera de seguranca integrada ao sistema de

monitoramento residencial.
As atividades envolveram:

e analise de tipos de cameras adequados para ambientes internos e externos;

estudo sobre resolugéo, angulo de visdo e captacao noturna;

e levantamento de possibilidades de integracdo com sistemas microcontrolados.
e Recursos oficiais das bibliotecas

e Tutoriais de programacgao Arduino/ESP32

e Pesquisas em sites de venda com exemplos de uso de médulos

e Aulas e auxilio de professores e colegas

3.3.14 Metodologia

O desenvolvimento do projeto seguiu etapas sequenciais e evolutivas

Etapa 1 — Pesquisa

Realizou-se uma pesquisa inicial para selecionar os componentes mais adequados
ao sistema de fechadura eletréonica. Essa etapa permitiu definir motores, médulos,

microcontrolador e demais dispositivos necessarios.
Etapa 2 — Obtencao de Bibliotecas

Apbs a definicdo dos componentes, buscou-se as bibliotecas adequadas nos sites dos
fabricantes, repositorios de codigo e exemplos disponibilizados por vendedores e

comunidades.

Etapa 3 — Programacgao



A programacao iniciou-se no comego de margo, com versdes iniciais que evoluiram
conforme novos componentes eram integrados. Professores e colegas colaboraram

durante a fase de codificacao, ajudando a aprimorar o funcionamento do sistema.
Etapa 4 — Montagem

O protétipo foi montado e remontado diversas vezes durante os testes. Primeiro com
motor de passo e posteriormente com motor DC. Ao longo do tempo, novos
componentes, como o RFID MFRC522, foram adicionados, exigindo ajustes na

programacao e no circuito.

3.4 CAMERA DE SEGURANGCA

A seguir sdo apresentados os componentes utilizados no desenvolvimento do sistema,

acompanhados de suas respectivas fungdes.

3.4.1 Raspberry pi 3 model B+




O Raspberry Pi 3 Model B + é um computador de placa tinica (SBC) de baixo custo e dimensdes
reduzidas, aproximadamente do tamanho de um cartdo de crédito. Utilizado no projeto para

funcionamento e conexdo com outros modulos.

3.4.2 M6dulo de Camera 5MP Raspberry Pi InfraRed Visao Noturna

O Moédulo de Camera SMp Raspberry Pi possui uma Camera Fisheye SMp OV5647, equipada
com dois pequenos moédulos Infravermelho que possibilita a visdo noturna em ambientes

totalmente escuros.



3.4.3 Cabo flat

Cabo maleavel utilizado para fazer a conexao fisica do mdédulo de camera com o RaspberryPi.

3.4.4 Cartao mini SD Sandisk
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Cartdo de memoria de 32gb, utilizado para gravar o sistema operacional do Raspberry que foi

utilizado no projeto.



3.4.5 Fedora 43

Distribuicdo do sistema operacional Linux utilizado no funcionamento do Raspberry pi e na
programac¢do do moddulo de camera. Posteriormente trocado pelo RaspOS por falta de

compatibilidade e recursos com o médulo de camera.

3.4.6 RaspOS

Distribuicao Linux feita pela empresa Raspberry Pi Holdings plc para o proprio
Raspberry, tendo suporte amplo para médulos e otimizagbes. Foi o substituto do
Fedora 43

3.4.7 Fonte de alimentagao 5V — 2.2A



Fonte de alimentacao 5V — 2.2 Amperes utilizada para alimentar o Raspberry pi 3 model B+.

3.4.8 Fonte de alimentagao 5V — 3A




Fonte de alimentacdo 5V — 3 Amperes utilizada para alimentar o Raspberry pi, a fonte de

alimentacéo foi trocada pelo fato de a amperagem estar abaixo do recomendado.

3.4.9 Dissipadores
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Dissipadores utilizados no processador principal (CPU) e controlador LAN do Raspberry pi.

Foram adicionados posteriormente por conta do calor excessivo em ambos 0os componentes.



3.4.10 Diagrama dos componentes Utilizados

3.4.11 Raspberry pi 3 model B+

Raspberry Pi 3 Model B+ Overview _Wej7/¢e /]

e Broadcom BCM28378,
Quad-Core, 64-bit,
14GHz

PoE (Power over Ethernet) Header pins

® Dual Core VideoCore IV
GPU Pre-scidéred RUN & PEN pins for Reset
« 1GB RAM 40-pin GPIO
N 4 x USB 20 Ports
¢ Shielded
« 802.11 b/g/n/ac dual band,
2.4GHz & 5GHz WiFi 4
e Bluetooth 4.2 & BLE 7 Ethernet Port
i (Max 300Mbps)
PCB
Antenno Audio + Video
Composite 3.5mm Jack
BPI DS port MIPI CSI Port, camera interface

(Display device)

microSD card Standard HDMI Port

socket (bottom)

Activity Indicator
g USB microB, for Power only

Green LED
Power (SV) Indicator 2.5mm diameter
Red LED Mounting Hole
re—

3.4.12 Médulo camera ov5647

- TOP VIEW

®/ C )
?‘m@ﬂwﬂr%
@y
B a

SIDE VIEW BOTTOM VIEW

(18}

> —
P |

T
\I_L :




3.4.13 Ferramentas Utilizadas

e Computador para programacao
e Gravador de cartdo mini SD

e Raspberry pi imager

3.4.14 Recursos Utilizados

e Documentacdes oficiais do Raspberry pi

e Tutoriais de programacéo do médulo de camera

e Pesquisas em sites relacionados a programacao do Rasperry pi
e Aulas e auxilio de professores e colegas

3.4.15 Metodologia

O desenvolvimento do projeto seguiu etapas sequenciais e evolutivas:

Etapa 1 — Pesquisa

Realizou-se uma pesquisa inicial para selecionar os componentes mais adequados ao
sistema da caAmera. Essa etapa permitiu definir qual modelo de Raspberry pi utilizar, médulos,

e demais dispositivos necessarios.

Etapa 2 — Obtencao de Bibliotecas



Apos a definicdo dos componentes, buscou-se as bibliotecas adequadas nos sites dos
fabricantes, repositérios de cédigo e exemplos disponibilizados por vendedores e

comunidades.

Etapa 3 — Programacgao

A programacao iniciou-se no comego de outubro, com complicag¢des iniciais que atrasaram a

evolugdo da programacgao. colegas colaboraram durante a fase de codificagdo, ajudando a

aprimorar a programacgao.

Etapa 4 - Montagem

O circuito foi montado para a fase de programacao. Foi adicionado o médulo de camera, assim

posteriormente trocando a distribuicdo Linux pela atual (RaspOS) por problemas técnicos com
a compatibilidade do médulo e falta de ferramentas.

Este documento apresenta o desenvolvimento do Sistema de Alarme Residencial, parte do
projeto de seguranca eletrénica do TCC. O objetivo do sistema é detectar invasdes por meio
de um sensor de presenca (PIR) e acionar uma sirene de 12V sempre que o movimento for
identificado.

3.5 SISTEMAS DE ALARME

3.5.1 Componentes utilizados



A seguir, apresentam-se as descri¢cdes técnicas de cada componente, sua funcio geral e
sua aplicagao no projeto.

3.5.2 ESP32
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O que é?
Microcontrolador de alta performance com Wi-Fi e Bluetooth integrados.
Como atua?

Executa o cddigo de controle, 1€ sinais digitais/analégicos e comanda periféricos
como relés e sensores.

O que faz no projeto?

Recebe o sinal do sensor PIR e, conforme a programacéo, envia comando ao relé
para ligar a sirene.



Possivel substituicao futura:
e ESP8266 (mais barato)

e Arduino Nano + médulo Wi-Fi (menos recomendado por ser menos eficiente)

3.5.3 Sensor PIR

O que é?

Sensor de infravermelho passivo capaz de detectar variagdes de calor no ambiente.
Como atua?

Quando detecta movimento, coloca sua saida (OUT) em nivel légico HIGH.

O que faz no projeto?

E o “sensor principal” — ele detecta a presenca de um invasor e sinaliza para o
ESP32.

Substituicao futura:



e Radar doppler (menos afetado por calor)
e Sensor ultrassdnico (ndo recomendado para alarme real)

e Camera com IA (versao premium)

3.5.4 Médulo Relé 3V

O que é?
Dispositivo eletromecanico que funciona como chave acionada eletronicamente.
Como atua?

Ao receber sinal da ESP 32, fecha ou abre o circuito da carga, isolando o sistema de alto e
baixo nivel.

O que faz no projeto?



Controla a sirene de 12V sem que a ESP 32 precise lidar diretamente com tensdées altas.
Substituicao futura:
e Relé SSR (estado sélido)

o MOSFET + driver (mais eficiente)

3.5.5 Sirene Piezoelétrica 12V

O que é?

Dispositivo sonoro que emite sinal de alarme de alta intensidade.
Como atua?

Quando recebe 12V, vibra internamente e gera um som continuo.

O que faz no projeto?



E o alerta sonoro disparado quando uma invaséo é detectada.
Substituicao futura:
e Sirenes de maior poténcia

e Sirenes com modulacgao (policial, pulseira, etc.)

3.5.6 Fontes (12V 5A e 5V 1A)

Funcao no projeto: Alimentar o circuito e seus componentes
12V 5A: alimenta exclusivamente a sirene.

5V 1A: alimenta a ESP 32 com seguranca.



3.6 SITE E APP

3.6.1 Site

3.6.2 Capacitagao Técnica e Obtencao de Conhecimentos

Para o desenvolvimento das atividades propostas no projeto, foram utilizados
conhecimentos prévios de programacdao e desenvolvimento de sistemas,
complementados por cursos relacionados a linguagem escolhida para a construgao
do aplicativo.

O autor organizou e estruturou o processo de criagado, definindo elementos da

interface e funcionalidades a serem implementadas.

Os principais conhecimentos e formagdes utilizados no desenvolvimento foram:
e Programacaoem C + +;
e Desenvolvimento back-end em Python;
e Logica de programacao;
e Nocgodes introdutérias de Flutter;
e Fundamentos de ciberseguranca.

3.6.2 Contribuicao, Integragao e Desenvolvimento

Com base nas formacgdes concluidas, foi possivel planejar e selecionar a linguagem mais
adequada para iniciar o projeto. A base logica em programagdo contribuiu para o
desenvolvimento do cédigo e resolugao de erros ao longo do processo.

A experiéncia com C + + permitiu formular a integracao do projeto da fechadura digital

ao aplicativo.



3.6.3 Etapas de Desenvolvimento

O processo de criagdo do aplicativo seguiu uma sequéncia de planejamento e execugao
estruturada. Entre as etapas desenvolvidas estdo: - Construcdo da tela inicial, responsavel
pela coleta dos principais dados do cliente e pelo acesso aos dispositivos de seguranca
configurados;
e Desenvolvimento da pagina destinada ao controle dos dispositivos conectados ao
sistema;
e Implementacao do registro de atividades relacionadas a ativagcao da fechadura digital,

e Estudo e integracao de extensdes para comunicacgao via Bluetooth e SSH.

3.7 APP

3.8 CARCACA

3.1 Capacitagdo Técnica e Obtencdo de Conhecimentos Para a execucado das atividades
previstas no projeto, houve participagdo em um curso de modelagem 3D no Tinkercad,
oferecido pela Fab Lab do Parque Jockey.
O curso teve como finalidade aprimorar competéncias relacionadas a criagcdo e manipulacao
de modelos tridimensionais, possibilitando sua utilizacdo no desenvolvimento de protétipos da
empresa ficticia estruturada para o TCC.
Durante a capacitagao, foram abordados conteudos referentes a

e modelagem paramétrica;

e dimensionamento de pecas;

e organizagdo de componentes mecanicos;

e preparacdo de modelos para impressao 3D;

e exportacado de arquivos em formatos adequados para fabricacao.



4 RESULTADOS

Este capitulo apresenta os resultados obtidos durante o desenvolvimento do
projeto, reunindo os dados, analises e evidéncias que demonstram o desempenho das
solugdes propostas. Os resultados sédo organizados de forma objetiva para facilitar a

compreensao do impacto e da eficiéncia do sistema desenvolvido.

4.1.1 Resultados projeto 1 (Testes)

e Os testes demonstraram que o protétipo € capaz de: Liberar a fechadura

mediante a senha correta digitada no teclado
Verificado ocorrendo como deveria.

e Permitir abertura pela aproximagéao da tag RFID; - Verificado dificuldade em
adicionar ou projeto porém funcional.

e Exibir menus, mensagens e instrugdes no LCD de forma clara; - Verificado
funcionando corretamente.

e Acionar o motor DC corretamente como mecanismo de trava; - Verificado
funcionando corretamente.

e Manter a senha salva mesmo apdés desligamento gragas ao uso da EEPROM;
Verificado funcionando corretamente.

e |Integrar todos os médulos (teclado, RFID, LCD, motor, ESP32) de forma
funcional. O Unico com problemas € o RFID que foi removido do projeto pois
nao foi possivel fazer com que seu funcionamento se adequasse ao sistema.

e Integrar todos os mddulos (teclado, RFID, LCD, motor, ESP 32) de forma

funcional.



O unico com problemas € o RFID que foi removido do projeto pois nao foi

possivel fazer com que seu funcionamento se adequasse ao sistema.

O sistema encontra-se em estagio avangado, com funcionamento estavel, mas
ainda em aprimoramento continuo para melhor desempenho e seguranca o
motor de passo foi removido por causa de sua baixa velocidade e também por
nao conseguir mover o seu eixo inteiro fazendo apenas movimentos de no

maximo 90 graus.

4.1.2 Resultados projeto 2 (Testes)

Verificado ocorrendo como deveria
Troca de modos entre visdao noturna e visdo comum (RGB) ** instalacao das

bibliotecas open-CV e pytorch

Verificado dificuldade em adicionar ao projeto porém funcional
Modulo de Camera SMP Raspberry Pi InfraRed Visdo Noturna, reconhecimento com
Raspberry pi;

Verificado funcionando corretamente

Raspberry pi com sistema operacional correto;
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Ur Camera sSensor connector is attached securely.
[8:82:94.239593457] [1954) ERROR RPI pipeline base.cpp:1348 Alternatively, ©
nother cable and/or sensor.
ERROR: Device timeout detected, attempting a restart!?!
[9:92:85.241965211] [1954] WARN V4L2 va12_ odevice.cpp:2155
Degqueue Timer of 1080080.80us has explred!
©5.2420599508] [1954] ERROR RPI pipeline base.cpp:1346 Camera frontend ha
utd
242092607] [1954) ERROR RPI pipeline_base Cpp:1347 Please check that
r connector is attached securely.
B 90] [1954) ERROR RPI pipeline base.cpp:1348 Alternatively, try
r cable and/or sensor. g
ERROR: Device timeout detected, artempting a restarg!?!

Erro no projeto
Solucéo: fazer a troca do médulo de camera ov5647

4.1.3 Resultados projeto 3

Teste 1 — Verificagdo do Cabo de Alimentacao e da Fonte 12V

Ferramenta utilizada: foi utilizado um multimetro para fazer as medicbes de teste de
tensao e corrente.



Procedimento:
1. Teste de continuidade no cabo de alimentagéo da fonte.
2. Medicao da saida da fonte 12V.

Resultado

Apos os testes, foi determinado que tanto o cabo, quanto a fonte estao funcionando
sem falhas, o multimetro detectou os valores corretos nas medigées feitas.

Teste 2 — Teste da Sirene Piezoelétrica 12V
Ferramentas:

Fonte 12V 5A

Procedimento:
Sirene ligada diretamente a fonte.

Medicao de corrente.

Resultados:
Funcionou corretamente por ~10 segundos.
Consumo aproximado de 175 mA (valor sera reavaliado).

Nenhum aquecimento ou falha.



4.1.4 Resultados site e app

4.1.5 Site

O site mostra funcionamento tanto na versao portugués e inglés, ele foi feito pelo
software gamma app

4.1.6 App

4.1.7 Primeira tela

Android Emulator - Medium_Phone_API_36.0:555£

Email

Senha



Primeira tela do projeto, Unica e basica, tudo comegou aqui para avangar de acordo
com nossas necessidades, Isso depois de ter configurado meu ambiente de

desenvolvimento (vscode) e baixar o emulador android.



4.1.8 planejamento da interface

Android Emulator - Medium_Phone AP 36.0:5554

Systern Ul isn'l responding

* Cloze app

o Wait

Os préximos passos foram planejar em uma interface basica mas ao mesmo tempo
moderna, que fosse de facil navegacao e entendimento, mas o sistema nao respondia

as mudancgas desejadas



4.1.9 surgimento da interface

Android Emulator - Medium_Phone_ AF|_26.0:5554

Stell Guard

Stell Guard

Sua Casa. Sua Seguranca.
Simplificada.

Registe-se Agoral

Com muitas modificagdes e instalacdes de pacotes além do que conhecemos, a

interface nasceu, com erros de escritas até do nome da empresa.



4.1.10 planejamento do banco de dados

Registar Novo Usuario

Crie a sua conta Stell
Guard

E rapido e facil!

= Nome Completo

B CPF

. NUmero de Celular

g CEP
[7] Data de Mascimenlo
Emaill -

& Senha

Ao mesmo tempo que a interface foi criada, o banco de dados estava sendo planejado.



4.1.11 Dados

B Email

@ Senha

&1 Confirmar Senha

Essa parte foi usada para coletar os principais dados dos nossos clientes, por isso a

pagina de registro foi criada.

4.1.12 extensoes

EXTEMSIONS

- INSTALLED

N
%

As principais extensdes ja instaladas seguimos para o que seria o ponto chave da

conex&ao com nosso app.



4.1.13 Utilidades

Android Emulator - Medium_Phone_AP|_ 554
243§ vid
Dashboard de Seguranga

@ Status do Sis
DESARMADO

|:1'|

Meus Dispositivos

B B s
D
Sensor Porta Principal Sensor Janela Sala
& Offline & Offline CD
®) @)
<
il () @)
Camera Externa Sanane da Mavlinento Cizida
O
® Online ® Offline
@ @)

B ( 5 s Ski 108 fram

15 frame

Fechadura Garagem

@ Onling

Nosso cliente podera acessar os componentes que fazem a seguranca da sua casa

pelo celular, podendo armar ou desarmar o sistema todo com apenas um clique.



4.1.14 Registro de atividade

[ (t=1)
Camera Externa Serioe de Moviments Cozinhn
® Online & Offline
® @

a

Fechadura Garagem

& Online

Atividade Recente

Alerta: Movimento detectado na cozinha
(1030 AN}

@ Sistema desarmado por vood (00:00 AM)

Camera Externa. Imagemn caplutada {0245
An}

Sislema armado aulamaticaments (07:00
ANy

Sua atividade no nosso app ficara registrada até para o usuario visualizar, e ter o

melhor controle de seu sistema.



4.1.15 sem erros de codigo e atualizagoes

OUTLINE
> TIMELINE
EPENDENCIES
@ 19

Projeto por fim sem erros de codigos e com muitas paginas para atualizar, chegou a
hora de dar vida ao projeto e incrementar um banco de dados e conexao bluetooth

para a fechadura digital.

Name

e Medium Phone API 36.0

O emulador para teste e simulagao ja nao funcionava.



4.1.16 criagcao na versao 14

| ©_gemini - Pesquisar X # Googlet
| Android Emulator - Medium_Phone:5554

=

{
projeto_limpo_para_migr.. keeps
stopping [
() Appinfo i

X Close app

Apobs criar outro na versdo 14, o aplicativo ainda nao abria, estava muito pesado o

cbdigo e havia conflito de versdes utilizadas.

Tive que criar um projeto do zero e configurar com tudo que faltava para rodar

perfeitamente.



4.1.17 erros

5 B

build.gradle.kts (in file) — build.gradlets {in Visual Studio Code) - Resolve save conflict @

com. android.
in-androi.
Flutter Gradle Plug ) ter the Android and K

in
lev. flutter. flutter-gradle-

new GradleException(“Flutter S not found. Define location

apply plugin:
apply plugi
apply /flutter_tool:

radlef/flutter.gradle”
android android {

// REMOVA OU COMENTE O BLOCD defaul’
// DEIXE ESTE BLOCO VAZIO OU APENAS COM O applicationID
defaultConfig {

icationId "com.example.dicprojects”

#* Welcome to Android Studio  * Device Ma...

) AORID

U Pesguisar t@ | &) -:% -'ﬂ a ﬁ g U m e_: ’?.



4.1.18 Variaveis de Ambiente

L PR O IR e o
riayveis g2 AMOHENte

Vari4 Editar a varidvel de ambiente ol
W mmm e ____________________
TalAVA HOMESS\bin Movo
G CoPython31 3 Seriptsh,
| capython3ta Editar
: ChProgram Files (x86)\Cornmen Files\Oracle\Java'javalpath
i ChProgram Files (361" Cornmon Files\Oraclet\Java'javapath Procurar...
i SystemBRoot i systemn32
L FSysternRoot?h Excluir
= | SystemRoot e\ System32VWhem |
| FSYSTEMROOT %k System 32\ WindowsPowerShellhw 1.0 '
_ FaSYSTEMROOT %5\ Systern 324 OpenS5HY Mover para Cima
| C\Program Files\Git\cmd
Varia : 2
| ChlUsersipaclatflutteribin Mover para baixo

Va ChlUsers\paclahAppDataLocal\Pubh Cache\ bin
C\Program Files\nodejs',
C\ProgramDatat.chocolatey'bin Editar texto...

lEswoz5s

CHE Cancelar

! oK i Cancelar

24

Configurando variaveis de ambiente manualmente.



Tudo em conflito!

Solucao e resultado final

A solucao foi aliviar o cache e utilizar do FlutterReactiveBle_ble para ter melhor

desempenho e conexao.

O app rodou apenas com flutter run -v, e entdo podemos ver a diferenca na interface,

a correcao das palavras e a organizacao do que agora ofertamos (conexao bluetooth).



4.1.19 Finalizado

ER Android Emulator - Resizable:5554

vda

Steel Guard e

> Co
hectedDeviceld

Registre-se Agora! connectaiNayiyg

L emulation(138

- L emulation(1324

. ms] D/EGL emulation({1384
! ms] D/EGL emulation{138
i ms] D/EGL emulation({1384

Por fim o projeto do Aplicativo rodou sem erro ou intervengdes, a interface foi
modificada para deixar o projeto mais leve e agora podera seguir para melhorias
futuras sobre os planos da empresa Steel Guard.



5 CONSIDERAGOES FINAIS

A partir da analise realizada, fica evidente que a seguranca eletronica residencial
representa um campo repleto de desafios, mas também de amplas oportunidades. A
complexidade tecnologica, a necessidade de integracdo entre dispositivos, a
importancia da capacitacdao do usuario e a correta implementacao dos sistemas
mostram que a simples aquisicdo de equipamentos nao garante protecao efetiva. E
indispensavel compreender o contexto, as demandas individuais e as limitagdes de

cada solugéo para que o investimento realmente se traduza em seguranca.

No desenvolvimento desta monografia e na execucgao pratica dos projetos, foi possivel
confirmar esse cenario. Conseguimos finalizar e colocar em funcionamento dois
sistemas distintos, demonstrando a viabilidade e aplicabilidade das tecnologias
estudadas. Embora um dos projetos tenha apresentado falhas, essa experiéncia
serviu como oportunidade de aprendizado, reforcando a importancia da manutencéao

adequada, da analise criteriosa e do continuo aperfeicoamento técnico.

Assim, concluimos que, apesar das dificuldades encontradas, a manufatura,
implementacdo e avaliacdo dos projetos permitiram validar conceitos, aprimorar
competéncias e comprovar a eficacia da seguranca eletrénica quando aplicada de
forma correta. Dessa forma, alcangamos o objetivo principal desta pesquisa:
transformar conhecimento tedérico em resultados praticos, contribuindo para a
evolucao das solugdes de protecao residencial e oferecendo uma base soélida para

futuras melhorias e inovagdes na area.
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